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Instructional Goal: Provide managers/manager trainees with problem solving 
skills 
 
Performance Objectives 
 

• Discuss the Simplex 8 step problem solving model  
• Practice the six thinking hats technique to improve creativity in problem 

solving 
 



747 

 

Problem Solving 
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Problem Solving Technique: 4 Steps to Improve Your Processes 

This tool contains a useful problem solving technique to help you improve your 
processes.  “Critical Examination” is a structured questioning process.  

The questions in this tool are designed to help you examine your business 
processes, and to help identify possible improvements.  The tool uses what, why, 
when, how, where, and who. 

This problem solving technique is part of the comprehensive Seven Step Problem 
Solving process.  Starting with the flow-diagram (below), it will help guide you 
from an assessment of the current situation, to challenging why things are done in a 
particular way, to option generation, and finally to the selection of appropriate 
solutions. 

 
 

Next apply the systematic, structured, questioning technique, detailed below.  
Think about the task yourself, and then involve team members.  Encourage 
creativity but ensure each step is taken in a thorough and disciplined manner. 
 

The Critical Examination Technique 
 

Read the questions in this problem solving technique then follow these 4 steps: 
 

1. Answer the questions in the first column.  These summarize the present 
process method, asking: what; how; when; where; and who. 
 

2. Challenge each of your answers by asking “why?” 
 

3. Use column three to help you generate a range of improvement options. 
 

4. Use column four to help you decide on the best option. 
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(Adapted from Michael Tucker’s Successful Process Management in a Week)  

Tips to Implement the Critical Examination Technique 

To make improvements to a process, work with the team responsible for that 
process. 

Use step 1 to:   
• identify the purpose of the process; 
• explore what citizens and stakeholders expect the process to deliver 

Use step 2 to: 
• analyze how the process works, and its resource requirements; 
• explore ways of measuring its efficiency and effectiveness.  

Use step 3 to: 
• examine ways to improve the process; 
• assess the implications and consequences of these improvements  Use step 4 to: 
• decide on the best option, given available resources  A final tip:  Look for the small changes to the process which could have a big 

 impact as a whole. 
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Basic Guidelines to Problem Solving and Decision Making 

Much of what managers and supervisors do is solve problems and make decisions. New 
managers and supervisors, in particular, often make solve problems and decisions by 
reacting to them. They are “under the gun”, stressed and very short for time. 
Consequently, when they encounter a new problem or decision they must make, they 
react with a decision that seemed to work before. It’s easy with this approach to get stuck 
in a circle of solving the same problem over and over again.  
 
Therefore, as a new manager or supervisor, get used to an organized approach to problem 
solving and decision making. Not all problems can be solved and decisions made by the 
following, rather rational approach. However, the following basic guidelines will get you 
started. Don’t be intimidated by the length of the list of guidelines. After you’ve practiced 
them a few times, they’ll become second nature to you – enough that you can deepen and 
enrich them to suit your own needs and nature. 
 
1. Define the problem/opportunity 
This is often where people struggle. They react to what they think the problem is. Instead, 
seek to understand more about why you think there’s a problem.  

Defining the problem: (with input from yourself and others) 
Ask yourself and others, the following questions:  
 a. What can you see that causes you to think there’s a problem?  
 b. Where is it happening? 
 c. How is it happening? 
 d. When is it happening?  
 e. With whom is it happening? (HINT: Don’t jump to “Who is causing the   
  problem?” When we’re stressed, blaming is often one of our first reactions.  
  To be an effective manager, you need to address issues more than people.) 
 f. Why is it happening? 
 g. Write down a five-sentence description of the problem in terms of “The   
  following should be happening, but isn’t …” or “The following is   
  happening and should be: …” As much as possible, be specific in your  
  description, including what is happening, where, how, with whom and why.  
Defining complex problems: 
 a. If the problem still seems overwhelming, break it down by repeating steps a-f   
  until you have descriptions of several related problems. 
Verifying your understanding of the problems: 
 a. It helps a great deal to verify your problem analysis for conferring with a peer or 
   someone else. 
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Prioritize the problems: 
 a. If you discover that you are looking at several related problems, then prioritize  
  which  ones you should address first.  
 b. Note the difference between “important” and “urgent” problems. Often, what  
  we consider to be important problems to consider are really just urgent  
  problems. Important problems deserve more attention. For example, if  
  you’re continually answering “urgent” phone calls, then you’ve probably  
  got a more “important” problem and that’s to design a system that screens  
  and prioritizes your phone calls. 
Understand your role in the problem: 
 a. Your role in the problem can greatly influence how you perceive the role of  
  others. For example, if you’re very stressed out, it’ll probably look like  
  others are, too, or, you may resort too quickly to blaming and reprimanding  
  others.  Or, you are feeling very guilty about your role in the problem; you  
  may ignore the accountabilities of others. 

2. Look at potential causes for the problem 
 a. It’s amazing how much you don’t know about what you don’t know. Therefore,  
  in this  phase, it’s critical to get input from other people who notice the  
  problem and who are affected by it.  
 
 b. It’s often useful to collect input from other individuals one at a time (at least at  
  first).  Otherwise, people tend to be inhibited about offering their   
  impressions of the real causes of problems. 
 
 c. Write down what your opinions and what you’ve heard from others. 
 
 d. Regarding what you think might be performance problems associated with an  
  employee; it’s often useful to seek advice from a peer or your supervisor in  
  order to verify your impression of the problem. 
 
 e. Write down a description of the cause of the problem and in terms of what is  
  happening, where, when, how, with whom and why.  

3. Identify alternatives for approaches to resolve the  problem 
 a. At this point, it’s useful to keep others involved (unless you’re facing a personal 
  and/or employee performance problem). Brainstorm for solutions to the  
  problem. Very simply put, brainstorming is collecting as many ideas as  
  possible, and then screening them to find the best idea. It’s critical when  
  collecting the ideas to not pass any judgment on the ideas – just write them  
  down as you hear them. 
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4. Select an approach to resolve the problem  
When selecting the best approach, consider: 
 a. Which approach is the most likely to solve the problem for the long term? 
 
 b. Which approach is the most realistic to accomplish for now? Do you have the  
  resources? Are they affordable? Do you have enough time to implement  
  the approach? 
 
 c. What is the extent of risk associated with each alternative?  
  (The nature of this step, in particular, in the problem solving process is why 
  problem solving and decision making are highly integrated.)  

5. Plan the implementation of the best alternative (this is your action plan) 
 a. Carefully consider “What will the situation look like when the problem is  
  solved?” 
 
 b. What steps should be taken to implement the best alternative to solving the  
  problem? What systems or processes should be changed in your   
  organization, for example, a new policy or procedure? Don’t resort to  
  solutions where someone is “just going to try harder”.  
 
 c. How will you know if the steps are being followed or not? (these are your  
  indicators of the success of your plan) 
 
 d. What resources will you need in terms of people, money and facilities?  
 
 e. How much time will you need to implement the solution? Write a schedule that  
  includes the start and stop times, and when you expect to see certain   
  indicators of success.  
 
 f. Who will primarily be responsible for ensuring implementation of the plan? 
 
 g. Write down the answers to the above questions and consider this as your action  
  plan. 
 

h. Communicate the plan to those who will be involved in implementing it and, at  
 least, to your immediate supervisor. (An important aspect of this step in the 
 problem-solving process is continually observation and feedback.)  
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6. Monitor implementation of the plan 

Monitor the indicators of success:  
 
 a. Are you seeing what you would expect from the indicators? 
 
 b. Will the plan be done according to schedule?  
 
 c. If the plan is not being followed as expected, then consider: Was the plan  
  realistic? Are there sufficient resources to accomplish the plan on schedule? 
  Should more priority be placed on various aspects of the plan? Should the  
  plan be changed?  

 

7. Verify if the problem has been resolved or not 
One of the best ways to verify if a problem has been solved or not is to resume normal 
operations in the organization. Still, you should consider: 
 
 a. What changes should be made to avoid this type of problem in the future?  
  Consider changes to policies and procedures, training, etc.  
 
 b. Lastly, consider “What did you learn from this problem solving?” Consider new 
  knowledge, understanding and/or skills.  
 
 c. Consider writing a brief memo that highlights the success of the problem   
  solving effort, and what you learned as a result. Share it with your   
  supervisor, peers and subordinates. 
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7-Step Problem Solving  

1  Find the Right Problems to Solve. 

Too often our approach to problem solving is reactive, we wait for the problems to arise. 
Firstly in our 7 problem solving steps, we advocate taking a proactive approach, go and 
find problems to solve; important and valuable problems. The real starting point then for 
any problem solving process is to find the right problem to solve. 

2  Define the Problem 
It is very tempting to gloss over this step and move to analysis and solutions. However, 
like the first step, it is one of the secrets of effective problem solving. Combining 
problems that are valuable to solve, with defining exactly what you are trying to solve, 
can dramatically improve the effectiveness of the problem solving process. The secret to 
defining the problem, is really about attitude. Try to see every problem as an opportunity. 

3  Analyze the Problem 
Analysis is a process of discovery of the facts, finding out what you know about the 
situation. In doing so you are breaking down complexity, stripping away the superficial 
and getting to the causes/issues. 

4  Develop Opportunities 
There are always more than one way to solve a problem, so take time to develop plenty of 
creative possibilities to solve the problem. 

5  Select the Best Solution 
Selecting is about making choices, about deciding. To do this you need to weigh up the 
competing value and risk of the different options you generated in the previous step. 

6  Implement 
Good solutions are often only as good as the way they are implemented. Implementation 
requires project management and a determination to deliver the outcomes essential to 
solving the problem you originally defined. 

7  Evaluate and Learn 
You will have done some things really well through this seven step problem solving 
process. It would be all too easy to forget them in rushing to solve the next problem, or to 
implement the solution. You should evaluate at least two areas: 

• How you carried out the seven step problem solving process 
• The effectiveness of the solution you implemented. Did it deliver the outcomes  

  you expected? 
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Six Thinking Hats 
Looking at a decision from all points of view 

 

Take different perspectives. 

‘Six Thinking Hats’ is an important and powerful technique. It is used to look at decisions from a 
number of important perspectives. This forces you to move outside your habitual thinking style, 
and helps you to get a more rounded view of a situation. 

This tool was created by Edward de Bono in his book ‘6 Thinking Hats’. 

Many successful people think from a very rational, positive viewpoint. This is part of the reason 
that they are successful. Often, though, they may fail to look at a problem from an emotional, 
intuitive, creative or negative viewpoint. This can mean that they underestimate resistance to 
plans, fail to make creative leaps and do not make essential contingency plans. 

Similarly, pessimists may be excessively defensive, and more emotional people may fail to look 
at decisions calmly and rationally. 

If you look at a problem with the ‘Six Thinking Hats’ technique, then you will solve it using all 
approaches. Your decisions and plans will mix ambition, skill in execution, public sensitivity, 
creativity and good contingency planning. 

How to Use the Tool: 

You can use Six Thinking Hats in meetings or on your own. In meetings it has the benefit of 
blocking the confrontations that happen when people with different thinking styles discuss the 
same problem. 

Each ‘Thinking Hat’ is a different style of thinking. These are explained below: 
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White Hat: 

 
• With this thinking hat, you focus on the data available. Look at the information you 

have, and see what you can learn from it. Look for gaps in your knowledge, and either 
try to fill them or take account of them. 
 

• This is where you analyze past trends, and try to extrapolate from historical data. 
 

 
Red Hat:  

 
• ‘Wearing’ the red hat, you look at problems using intuition, gut reaction, and emotion. 

Also try to think how other people will react emotionally. Try to understand the 
responses of people who do not fully know your reasoning. 
 
 

Black Hat:  

 
• Using black hat thinking, look at all the bad points of the decision. Look at it cautiously 

and defensively. Try to see why it might not work. This is important because it highlights 
the weak points in a plan. It allows you to eliminate them, alter them, or prepare 
contingency plans to counter them. 
 

• Black Hat thinking helps to make your plans ‘tougher’ and more resilient. It can also 
help you to spot fatal flaws and risks before you embark on a course of action. Black Hat 
thinking is one of the real benefits of this technique, as many successful people get so 
used to thinking positively that often they cannot see problems in advance. This leaves 
them under-prepared for difficulties. 
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    Yellow Hat:  

 
• The yellow hat helps you to think positively. It is the optimistic viewpoint that helps you 

to see all the benefits of the decision and the value in it. Yellow Hat thinking helps you to 
keep going when everything looks gloomy and difficult. 

 

Green Hat:  

 
• The Green Hat stands for creativity. This is where you can develop creative solutions to 

a problem. It is a freewheeling way of thinking, in which there is little criticism of ideas. 
A whole range of creativity tools can help you here. 
 
 

Blue Hat:  

 
• The Blue Hat stands for process control. This is the hat worn by people chairing 

meetings. When running into difficulties because ideas are running dry, they may direct 
activity into Green Hat thinking. When contingency plans are needed, they will ask for 
Black Hat thinking, etc. 

A variant of this technique is to look at problems from the point of view of different 
professionals (e.g. police officer, public, administrators, etc.) or stakeholders. 

Example: 

The directors of a property company are looking at whether they should construct a new office 
building. The economy is doing well, and the amount of vacant office space is reducing sharply. 
As part of their decision they decide to use the 6 Thinking Hats technique during a planning 
meeting. 

Looking at the problem with the White Hat, they analyze the data they have. They examine the 
trend in vacant office space, which shows a sharp reduction. They anticipate that by the time the 
office block would be completed, that there will be a severe shortage of office space. Current 
government projections show steady economic growth for at least the construction period. 
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With Red Hat thinking, some of the directors think the proposed building looks quite ugly. 
While it would be highly cost-effective, they worry that people would not like to work in it. 

When they think with the Black Hat, they worry that government projections may be wrong. 
The economy may be about to enter a ‘cyclical downturn’, in which case the office building may 
be empty for a long time. If the building is not attractive, then companies will choose to work in 
another better-looking building at the same rent. 

With the Yellow Hat, however, if the economy holds up and their projections are correct, the 
company stands to make a great deal of money. If they are lucky, maybe they could sell the 
building before the next downturn, or rent to tenants on long-term leases that will last through 
any recession. 

With Green Hat thinking they consider whether they should change the design to make the 
building more pleasant. Perhaps they could build prestige offices that people would want to rent 
in any economic climate. Alternatively, maybe they should invest the money in the short term to 
buy up property at a low cost when a recession comes. 

The Blue Hat has been used by the meeting’s Chair to move between the different thinking 
styles. He or she may have needed to keep other members of the team from switching styles, or 
from criticizing other peoples’ points. 

It is well worth reading Edward de Bono’s book 6 Thinking Hats for more information on this 
technique. 

Key Points: 

Six Thinking Hats is a good technique for looking at the effects of a decision from a number of 
different points of view. 

It allows necessary emotion and skepticism to be brought into what would otherwise be purely 
rational decisions. It opens up the opportunity for creativity within Decision Making. The 
technique also helps, for example, persistently pessimistic people to be positive and creative. 

Plans developed using the ‘6 Thinking Hats’ technique will be sounder and more resilient than 
would otherwise be the case. It may also help you to avoid public relations mistakes, and spot 
good reasons not to follow a course of action before you have committed to it. 
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"Houston, We Have a Problem": Leadership in Times of Crisis 

By: Winston Scott  
 
Perhaps you’ve never been called upon to lead in a situation as fraught with potential 
peril as the manual capture of a $10 million, 3,000-pound, out of control satellite in outer 
space (the mission faced by the crew of the space shuttle Columbia in 1999), but business 
leaders face major crises all the time: a scandal involving senior management, fall-out 
from an economic downturn, product malfunction and recall or the loss of a key 
employee.  
 
Leadership under extreme conditions, like those encountered aboard the Columbia, 
requires adherence to key principles that guide you, your team and your mission to 
success. The Columbia mission did ultimately succeed, and using the same principles of 
leadership that worked on this space mission, business leaders too can learn to turn 
obstacles into opportunities.  
 
Space Mission Lesson #1: Prepare for the Unknown  
A leader needs to anticipate any potential problems. The original Columbia mission was 
to launch a research satellite called Spartan, but the satellite malfunctioned almost 
immediately. The effort to retrieve it for repair went awry when the shuttle’s robotic arm 
inadvertently tipped the satellite, setting this object—roughly the size and weight of an 
automobile—spinning unpredictably in space. Because NASA and the Columbia crew 
had already prepared for potential problems, they immediately knew what to do next. 
Two spacewalking astronauts—one on his first space flight—had to perform a dangerous 
manual capture of the satellite.  
 
When an unanticipated problem occurs in business, leaders, like the astronauts, should be 
so thoroughly prepared that they already know what options and resources are available 
to help solve it. Otherwise, valuable time is wasted, during which the crisis may become 
even more dire.  
 
So in your business, determine what possible factors could cause your company to suffer, 
and then devise action plans for dealing with each scenario. Should that problem ever 
occur, you will be able to react quickly and lead your team to victory. 
 
Space Mission Lesson #2: Conquer Communication Barriers  
Get to know the members of your team well. Ascertain their communication strengths 
and weaknesses, particularly in times of crisis. Don’t assume that even the people closest 
to you will understand your plans. It’s never more important for everyone to be on the 
same page than when you’re confronting a problem. To ensure that your message is 
communicated correctly, solicit feedback, asking “Do you understand what I mean?” to 
encourage clarifying questions and honest responses from your team.  
 
English was the second language of one of the spacewalkers, so the lead spacewalker 
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spent a lot of time with him to ensure they were speaking the same language, literally, 
before they attempted to capture the satellite. What’s more, in space, all direction is 
relative to something else, so to facilitate the manual capture of a satellite while cruising 
at 18,000 miles an hour, everyone on the team needs to know what “up” and “down” 
mean in that context.  
 
In the world of international space flight, there may be literal language barriers to 
overcome, and in an organization, even if everyone speaks the same language, the filters 
of culture sometimes put up major communication obstacles. Men and women may 
communicate differently, for example, and business leaders must ensure that 
communications’ meaning and intent are clearly understood by everyone, especially 
when trying to solve a problem.  
 
Space Mission Lesson #3: Be Alert to Non-verbal Communication  
A good leader will pick up on cues to potential problems and misunderstandings before 
they arise. For example, while both the robot arm operator and one spacewalker on the 
Columbia mission were highly qualified individuals, both were on their first space flights. 
The lead spacewalker observed that the other spacewalker talked very little and kept to 
himself, away from the group. In response, he shared his own experiences on his first 
spacewalk, reassuring the other man that he empathized with his nervousness but was 
confident he would do well.  
 
As a business leader, you must know how key team members act on a normal basis so 
that you can recognize behavioral changes. When a crisis occurs, does your usually social 
VP of Marketing lock himself in his office? Does your usually mild-mannered CFO 
begin barking orders like a drill sergeant? These are telltale, non-verbal cues that you 
must step in and take the lead.  
 
Space Mission Lesson #4: Ask for Help  
A leader must demonstrate an immediate understanding of the problem. You can’t appear 
wishy-washy, even if, at the moment, you don’t have a clue what’s going wrong. You 
need to demonstrate self-assurance to show that you’re in control. People follow 
confidence.  
 
Keep in mind, however, that confident doesn’t mean omniscient. You must solicit input 
and feedback from the experts both on your team and outside the team. NASA rehearsed 
the satellite’s capture on the ground and sent images up to the shuttle. The spacewalkers 
constructed a Spartan simulator for practice, and the team leader rehearsed the 
terminology to use in the capture and to direct the commander where to fly the shuttle to 
get it close enough to the satellite so they could reach out with gloved hands and 
manually direct the satellite back into the shuttle.  
 
You don’t need to know every single nut and bolt involved in every single person’s job, 
but there are people on your staff who are more expert in certain areas than you are. 
Acknowledge that and benefit from it when planning and problem-solving.  



763 

 

 
 
Space Mission Lesson #5: Earn Real Experience  
Business leaders, like astronauts, obviously need technical training in their fields, but 
equally important are maturity and experience at making difficult real-time decisions. 
There’s a reason you never see 22-year-old astronauts! You must have complete 
confidence in your ability to make critical judgments and to take action in tough 
situations—and the only way to acquire that confidence is through real-world experience.  
 
While mounted in foot restraints on the edge of the shuttle, the Columbia spacewalkers 
spent 3½ hours safely manipulating the satellite into the single orientation that would fit 
it into the payload bay. The leader had never before attempted this particular mission, but 
he did have a vast array of experience—even some mistakes—that gave him the focus 
and determination that were essential to keep 3,000 pounds of mass from getting out of 
control, where it might injure the spacewalkers or damage the space shuttle.  
 
As you came up through the business ranks, decisions you made may have cost your 
department money, set back a safety record, or otherwise affected some critical aspect of 
the business, but all of that is part of your essential on-the-job education.  
 
Leaders Reach for the Stars  
As NASA knows, one of the main considerations for hiring or promoting senior 
management must be their level of experience, training, and education in problem 
solving, especially in a crisis situation. Have they turned critical circumstances around? 
Do they thrive or shrink in the face of disaster?  
 
Whether walking in space or walking into a boardroom, good leaders must not only be 
prepared for everything that might go wrong, they must come alive when faced with a 
thorny situation, large or small. Great leaders have confidence, can communicate what’s 
necessary to handle a problem, and know how to best utilize the skills of each member of 
their team to solve it. The ability to lead in the face of a crisis separates the great leaders, 
those who have “the right stuff,” from those who don’t.  
 
About the Author(s) 
Winston Scott Winston Scott is a speaker, consultant and retired astronaut who has 
logged a total of 24 days in space, including three spacewalks. He is the author of 
Reflections from Earth Orbit, based on his experiences in space. For more information 
contact him at jazzairllc@aol.com or visit www.winstonescott.com  
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Instructional Goal:  Provide a refresher on risk management and the 
responsibility of the manager and supervisor. 
 
Performance Objectives: 
 

• Discuss the cost of accidents in the workplace 

• Discuss accident prevention 

• List the manager’s/supervisor’s role in risk management 

• List the three factors safety 

• Discuss OSHA requirements 

• Discuss liablity issues 
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Risk Management 

It is all predictable and preventable! 
 

Risk Management Definition:  Any activity that involves the evaluation of or 
comparison of risks and the development, selection and implementation of control 
measures to change outcomes  
 
To carry out risk analysis, follow these steps: 
 

1. Identify Threats 
 Human – from individuals or  organizations, illness or death, etc.  
 Operational - From disruption to operations 
 Reputational - Damage to reputation 
 Procedural - From failures of  accountability, internal systems, 

 organization, fraud, etc. 
 Project - Service quality 
 Financial - Budget cuts, loss of staff 
 Technical – from advances in technology,  

  technical failure, etc.  
 Natural – threats from weather, natural  disaster, accident, 

disease, etc.  
 Political – from changes in regimes, public  opinion, government 

policy, etc.  
 Others 

 
2. Estimate Risk – estimate the probablity of the event occuring and multiply 

this by  the amount it will cost you to set things right if it happens 
 

3. Manage Risk – by using existing assets, contingency planning, investing in 
new  resources 
 

4. Review  
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Risk = probability of event X cost of event 

 

medical bills
lost wages

damaged material 
& equipment

extra
supervisory

time

work delays
and interruptions

hiring and
training

replacements

Risk Management/ACCIDENT COSTS

lower 
moral

lost manpower

Direct 
Costs

Indirect 
costs can 
be fifty 
times 

greater

 
 
Accident Prevention 

• Preventing accidents is critically important 
• Supervisors play a key role   
• Supervisors need to deal with many issues 
• Certain techniques are useful to effectively lead others 

 

The Manager’s/Supervisor’s 
Role...influencing safety

COMMUNICATE

TRAIN PERSONNEL

SET THE EXAMPLE

ENFORCE THE RULES

ENCOURAGE POSITIVE 
BEHAVIOR

INVESTIGATE ACCIDENTS
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Signs of a Leader 
• Commands respect 
• Shows respect for others 
• Uses clear  communication 
• An effective trainer 
• Has good listening skills 
• Provides feedback 
• Performs follow-up 
• Understands human behavior 

 

Factors Influencing Safety 
• Management Systems - Policies, Procedures, Pro-Active Safety Culture 
•   Work Factors -Facilities, tools, equipment and materials, housekeeping, physical 

hazards 
•   Human Element - Behaviors, Skills, knowledge, abilities, intelligence, motives  

 

Human Element 
• Most safety programs deal with physical factors 

 easiest to identify and correct 
• Can only do a partial job at best 

 human element is always present 
• Examine human behavior as it relates to Safety 

 how & why workers commit unsafe acts 
 correct the human behavioral aspect 

 

Human Factors 
 Arrogance:  Rules do not apply to me 
 Ignorance:  I have no idea what the rule are 
 Complacency:  I have always behaved like this and I do not plan on changing my 

 behavior  
 

Focus on Behaviors, Not Attitudes 
• Unsafe Behaviors should be your focus 

 failure to use PPE, safe guards, procedures. These are observable and can 
be changed 

• Most Safety programs try to change attitudes 
 carelessness, laziness, “bad attitude” …. not directly observable, hard to 

change 
 

Correcting Habits 
• Reminders and repetitions of 100% safe behavior 
• Enforcement is required 
• Use disciplinary action if needed – ‘Up to & Including…Termination’ 
• Positive reinforcement is the most effective method 
• Praise the employee for safe behavior 
• Set a good example “yourself” 
• Catch your people doing something right - rewards 
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EFFECTIVE TRAINING
• Employees need to know safe job 

procedures

• Important part of supervisor’s duties

• Trial & error is a poor method of learning

• Organized training is necessary

• Follow a step by step approach

 

TRAINING

STEPS

T
E
L
L

SHOW

O
B
S
E
R
V
E

CORRECT
 

 
Training Guidelines 

• Explain the job procedures 
• Show the job procedures 
• Employee explains it and shows you 
• Praise for what is done correctly 
• Correct the technique if necessary 
• Employee explains and shows again 
• Praise for correct technique / procedure 
• Follow-up and repeat if necessary 
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Setting the Example 
 

• Follow the rules yourself 
• Be consistent in your approach 
• Even small things count 
• Do not make exceptions & do not play favorites 
• Your actions say a lot more than your words 
• Employees will watch you to see if you “lead by example.” 

 
Accident Investigation 
 

• Accidents are investigated, not to find fault or to blame, but to find out the Root 
 Cause 

• Get the who, what, when, where & why 
• Careless is unacceptable “cause” 
• Develop a plan for preventing the accident in the future 

 
Manager’s/Supervisor’s Responsibility 
 

• Besides an ethical and moral duty, you have a legal responsibility for safety 
 supervision 

• Managers/Supervisors can be held criminally liable for serious injury or death of 
an  employee if they have been negligent in their duties 

 
OSHA Requirements 
 

• Effectively implement the Safety Program  
• Enforce all safety rules 
• Monitor safety equipment use  
• Correct & report hazards as soon as possible 
• Document all safety activities 
• Be sure that all your employees know that they can come to you with safety 

 concerns 
• Always cooperate with outside inspectors 

 
RecordKeeping 
 

• New hire training 
• Safety meetings 
• Safety warnings / disciplinary actions 
• Correct & report hazards as soon as possible 
• Document all safety activities 
• Be sure that all your employees know that they can come to you with safety 

 concerns 
• Always cooperate with outside inspectors 
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Five Items Necessary for Management Liability Reduction 
 

 People (Getting and Keeping) 
 Policy (Reviewed & Updated annually, Knowledge) 
 Training (Initial and ongoing) 
 Supervision (Pre-Incident) 
 Discipline (Prompt, fair and impartial 

 
One Last Point 
 

• As long as you follow through on your duties and do not ignore safety issues / 
 problems; and 

• As long as you take the time to properly train and monitor your workers; and 
• As long as you document all safety activities you should not have any legal 

 problems 
• It is when you ignore your duties and do not take safety seriously that trouble 

might erupt 
 
Summary 
 

• Accident prevention saves money and improves productivity 
• Supervisors have a key role in the safety program 
• Understand human behavior 
• Be a leader - set the example, enforce the rules 
• Train, communicate, motivate & do not play favorites 
• Follow through on your responsibilities – make & take the time! 

 
Risk Management Key Points 
 

 Risk anaylsis allows you to examine the risks that you or your agency face.   
 

 It is based on a structured approach to thinking through threast, followed by 
evaluation of the probability and cost of events occurring.   
 

 Risk anslysis forms the basis for risk management and crisis prevention.  
Here the emphasis is on cost effectiveness. 
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Updating Ethics Training—Policing Privacy Series: Managing Risk by 

Reducing Internal Litigation 
By Thomas J. Martinelli, Adjunct Professor, Wayne State University, Detroit, 

Michigan; and Lawrence E. Shaw, Inspector, Florida Department of Law 
Enforcement, Investigations and Forensic Science Program, Tallahassee, Florida

or years, ethics trainers have taught that all illegal behavior committed by a sworn 
member is unethical, but that not all unethical behavior is illegal. Still, policy 

noncompliance involving department investigations into members’ private lives 
remains a dicey business. Invariably, department policies and procedures dictate that 
sworn members, and sometimes the nonsworn, must conduct themselves both on 
duty and off duty in accord with their organizations’ expectations, citizen 
expectations, and ethical expectations, and not according to their own subjective 
privacy expectations. These are training issues that must be addressed at an academy 
level as well as during annual in-service training sessions.  

Time and time again, officers accused of policy noncompliance for unethical 
behavior claim that they did not know that legal, but questionably moral, behavior 
would subject them to department discipline. The law enforcement profession 
demands the highest standards of duty and credibility in its members in order to 
accomplish its mission to protect and serve. This demand implies that the mission 
strictly adheres to the tenets of the profession and is carried out constitutionally, 
ethically, and legally. This philosophical template of professionalism is the 
cornerstone of productive community-policing relations. In the end, citizens are the 
stakeholders of policing services, and reducing department internal litigation, 
specifically unethical misconduct and privacy issues, is a mandatory organization-
wide challenge.  
 
Minimizing Litigation Is Managing Risk  
Renowned lawman, lawyer, and annual IACP conference presenter Gordon Graham 
travels the country speaking about what managing risk entails in law enforcement 
circles.1 He uses a succinct definition for risk management, describing it as “any 
activity that involves the evaluation or comparison of risks and the development, 
selection, and implementation of control measures that change, reduce, or eliminate 
the probability or the consequences of a harmful action.”2  

He has several risk management catch phrases applicable to law enforcement, such 
as “every identifiable risk is a manageable risk”; “the errors that he will make can be 
predicted from the errors he has made”; “things that go wrong in life are predictable, 
and predictable is preventable”; and “discipline is a form of training.”  

Graham understands policing and is adamant about supervisory proactive prevention 
as he lectures on the costly mistakes made by supervisors failing to adequately 
supervise. More times than not, department liability is the result of “a supervisor not 
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behaving like a supervisor.”3 Graham repeatedly emphasizes that running a police 
department is a systemic team effort, and when tragedies occur, management drops 
the supervisory ball and fails in its supervisory duties.  

Examples of dropping the supervisory ball include failures to adequately educate 
sworn personnel regarding department expectations of both on-duty and off-duty 
conduct regarding unethical behavior. In police training circles, there is a distinct 
disconnect between training blocks regarding “coffee shop ethics” and gratuities and 
training blocks regarding officer privacy expectations. Specifically, there is a lack of 
attention and policy implementation to both off-duty activities and department-
related information technology oversight.  

Graham’s wisdom regarding managing risk can be applied to the astronomical costs 
associated with internal litigation. These are the lawsuits employees engage in 
regarding labor law issues and discipline. To reduce liability, attorneys’ fees, and 
hours spent in defense of lawsuits, law enforcement executives must repeatedly 
provide notice through training of department expectations for officer behavior. An 
agency can markedly reduce its liability from internal lawsuits (police officers 
supplementing their incomes by suing their departments) if designated blocks of 
training address organizational expectations pertaining to officer privacy issues. 
Training curriculums must explain what “keeping one’s private life unsullied as an 
example to all” means in today’s policing values. Minimizing internal lawsuits 
through notice reduces or eliminates costly litigation. In these times of having to do 
more with less, this is a cost-saving managerial tool that can provide only positive 
dividends for the future.  

Others have mirrored Graham’s definition regarding the organizational duties 
associated with departmental liability, which states that “risk management is a 
process that also includes basic managerial functions: planning, organizing, and 
leading, as well as controlling agency losses at a reasonable cost. It uses accepted 
managerial techniques in order to preserve the assets of an organization or entity.”4 
This systemic accountability demands department-wide training in the agency’s 
expectations of officer behavior both on duty and off duty; policy implementation; 
vigilante supervision; and strict, swift, and certain discipline for policy 
noncompliance. Middle management buy-in for identifying potential risk, coupled 
with the use of early warning systems, is critical for success. Otherwise, 
organizational dysfunction results and can prove costly in civil court, win or lose.  

When a member of a police department sues the department, the ultimate losers are 
the stakeholder citizens. This is an inexcusable cost that must be avoided. Failing to 
follow a risk management template for success, which must commence with a block 
of training comprehensively discussing systemic notice in training, can result in 
protracted internal litigation. What is worse is the problematic reality of having to 
reinstate a poor employee, with back pay, because a policy was void for vagueness 
or was inadequately addressed in training curriculums. Maintaining written records 
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of training curricula and attendees is a strong defense against an officer’s “I didn’t 
know” defense.  

Lastly, prioritizing potential risks is the key to successful risk management.5 There 
are plaintiff attorneys who make their livings suing departments regarding fatalities 
resulting from police shootings and pursuits. These are priorities that agencies 
historically have had to address due to their relative frequency and are generally 
forgiven by civil juries in wrongful death actions. Time and time again, the 
dangerousness of the job, the tragic situations officers confront on a daily basis, and 
the split-second decision-making processes officers have to engage in cause juries to 
side with police departments. These lawsuits, though a part of the public service 
professions, must be minimized at all costs.  

Civil trials for internal litigation involving unethical officer behavior and privacy 
issues may find that taxpayers are not as forgiving of the police in their jury verdicts 
as the disciplined officers would like them to be. Taxpayers are the clientele of the 
police department, and knowledge of their officers’ off-duty promiscuity, on-duty 
derelictions, and sexual trysts may not result in their blind-faith forgiveness. 
Agencies have a duty in assessing their risk management priorities to minimize or 
alleviate the potential for all types of costly internal litigation.  
 
Privacy Expectations and Off-Duty Sexual Trysts  
Labor law literature is rife with examples of officers involved in off-duty sexual 
trysts. For years, police ethics trainers have referred to a wrongful discharge lawsuit 
wherein an officer involved his wife, his 18-year-old sister-in-law, his scout car 
partner, and tangentially, his entire department in a sex scandal that resulted in his 
termination.6  

Rumors were rampant throughout the department that the 18-year-old was engaged 
in nefarious relations with numerous officers. The woman’s parents complained to 
the chief, the mayor, and eventually to the media. Once the internal investigation was 
finalized, it was discovered the officer in question solely orchestrated sexual trysts 
with his scout car partner and his wife in order to seduce his 18-year-old sister-in-
law.  

The key to this case was the court’s conclusion that the terminated officer knew, or 
should have known, that his legal but unethical off-duty behavior could cost him his 
job. His actions constituted unbecoming conduct, brought discredit to the entire 
department, and gave the citizenry, through extended media coverage, the perception 
that their police officers spent more time pursuing sex than protecting the streets.  

In upholding the officer’s termination, the court rejected the defense that the officer 
did not know his off-duty unethical behavior would deprive him of his job and police 
pension. In fact, the court used the IACP Code of Ethics as the template of notice, 
stating that the officer knew he was to ‘keep his private life unsullied as an example 
to all’ if he wished to be a part of this noble profession. In a paramilitary structured 
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organization, such unethical behavior is dysfunctional and tarnishes the good image 
of the agency in the public’s eye.  

Further, thousands of taxpayer dollars were used by the department to defend the 
lawsuit. In this case, one can conclude that the agency’s termination process took 
many hours to investigate; litigate (in department labor hearings); and eventually 
defend in civil court. These internal law enforcement lawsuits are counterproductive, 
inefficient, and require significant time and money. In the end, the citizens the 
agency is tasked to serve are the losing faction.  

Internal litigation is a management risk that is predictable, preventable, and can 
usually be avoided, or minimized, with adequate training, policy implementation, 
and middle management buy-in. There must be an organizational understanding, 
between rank and file, as to privacy expectations of the department and written 
policies supporting that understanding. Organizational training mandates limiting 
employee privacy expectations, coupled with department policy compliance 
measures, are the keys to successfully diminishing internal lawsuits.  
 
Information Technology, Privacy Expectations, and Internal Litigation  
In this age of information technology (IT), there will always be the organizational 
challenges of expediting law enforcement services through technological means and 
employee privacy expectations associated with these IT tools. One could argue it is a 
dereliction of duty for a law enforcement agency to not embrace this modern age of 
technology in order to better serve its constituents. But as the tools of the trade 
become more sophisticated, the rules of law associated with the use or abuse of those 
tools becomes more challenging.  

Police administrators must employ a comprehensive IT privacy policy that instructs 
all sworn personnel using agency-supplied technological equipment that this 
equipment is to be used solely for police matters; that all communiqués will be 
randomly audited for work-related purposes; and that there exists no employee 
expectation of privacy for the use of such technological equipment. In this way, 
misconduct allegations are reduced, internal investigations are minimized, discipline 
in this regard is practically nonexistent, and plaintiff lawyers will have less causes of 
action to sue departments.  

Organized policy implementation reduces departmental risk, but poorly drafted or 
vague policies have forever provided internal litigation headaches in policing. The 
wording in the policies themselves, coupled with assumptions, implications, and a 
blind faith that employees will always do what is morally right, have cost agencies 
time, money, and sometimes a drop in morale with increased employee cynicism. 
The “supervisory logic of good faith”7 presumes that subordinates will comply with 
policies and procedures and can police themselves in regard to policy compliance 
issues. As Graham said at IACP 2009 in Denver, “Show me a tragedy in law 
enforcement—and almost without exception (and there are some exceptions) I will 
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show you the fingerprints of a supervisor not behaving like a supervisor.”8 The U.S. 
Supreme Court recently had to adjudicate a poorly worded and poorly implemented 
department IT policy in deciding Fourth Amendment privacy issues.  

In the case City of Ontario, California, et al. v. Quon, the Ontario, California, police 
department provided its special weapons and tactics (SWAT) team members with 
alphanumeric pagers, as the court put it, “in order to help the SWAT team mobilize 
and respond to emergency situations.”9 The agency purchased 25,000 text characters 
(letters and spaces) a month for each member’s pager, and the text messages from 
the pagers were subject to the agency’s computer policy. That policy stated that the 
city reserves the right to monitor and log all network activity including e-mail and 
Internet use, with or without notice, and that “users should have no expectation of 
privacy or confidentiality when using these resources.”10 Subsequent training at a 
staff meeting for the SWAT team and a memo from the chief further stressed that the 
texts sent on the SWAT pagers were considered departmental e-mail and were 
subject to random audits. The plaintiff, a sergeant on the SWAT team, fully 
acknowledged the computer policy, the relevance of the pager’s use with that policy, 
and the 25,000 character limit per month.  

Despite this departmental policy of notice and officer acknowledgement, the sergeant 
filed a Fourth Amendment privacy rights violation suit against his employer after he 
was disciplined for his improper use of the SWAT pager.  

The sergeant’s discipline resulted from an internal affairs investigation regarding his 
on-duty use of the pager for personal matters. The chief audited the team’s text 
messages to see if the department needed to purchase more monthly characters. The 
internal affairs investigation concluded that the plaintiff, in the month of August 
alone, sent or received 400 personal messages while on duty, which had nothing to 
do with the duties associated with the SWAT team. His record for one day at work 
was 80 text messages, and his daily average for sent or received personal messages 
was 25 texts. The investigation also discovered that some of the on-duty personal 
messages were sexually explicit in nature. After the sergeant was disciplined, he 
filed his privacy violations lawsuit.  

Despite the presence of a written computer policy; further training on that policy; 
and a memo from the chief stating that all departmental networking, including the 
text messages from the SWAT pagers, were subject to random audits, the plaintiff 
argued his privacy expectations to the on-duty texts were violated. He argued that a 
subsequent verbal agreement between the team and its lieutenant nullified the 
computer policy, at least in regard to the SWAT pagers. The lieutenant assured the 
team members no one from the agency would audit the team’s text messages as long 
as they personally reimbursed the city for all monthly overages exceeding the 
allotted 25,000 texts per month, per pager. The court ruled in favor of the 
department.  

Though the U.S. Supreme Court’s analysis is long and arduous, reading between the 



778 

 

lines facilitates a swifter conclusion. The court concluded that the plaintiff had a 
limited expectation of privacy, if any at all, and that the search was reasonable under 
the circumstances and under any Fourth Amendment application.  

The majority relied heavily on the facts of the case. The plaintiff was a supervisor. 
He knew the policies and the agency’s purpose behind those policies. He was on a 
special tactical team, held to higher standards than street-level supervisors due to the 
dangerous nature and duties of a SWAT team. The purpose behind the acquisition of 
the pagers was to facilitate work-related communications between the team 
members.  

The court concluded that the plaintiff was a veteran officer and knew, or should have 
known, that department-issued communication technologies are many times subject 
to (1) review for performance evaluations; (2) reasonable Freedom of Information 
Act requests by citizens or the media; and (3) the lenient discovery rules used in civil 
lawsuits, especially lawsuits in which SWAT team members most likely would be 
involved. For these operational realities, coupled with knowledge and notice of the 
computer policy, the court rejected the plaintiff’s expectation of privacy argument.  

In this discussion of managing risk by reducing internal litigation, how did such a 
case, as costly as it was to the taxpayers of that community, ascend to the U.S. 
Supreme Court? On its face, the sergeant did not seem to have much of a legal leg to 
stand on from the outset. This is where poor policy drafting and poor policy 
implementation can cost an agency the multitude of hours and attorney fees 
associated with such internal litigation.  

First, as previously mentioned, the plaintiff hung his privacy expectations argument 
on the lieutenant’s subsequent verbal assertions that the department would not audit 
the SWAT team’s text messages as long as the team members paid for their own 
overages. The lieutenant lacked the authority and the policy-making powers to 
circumvent a written departmental policy, and the court recognized that. This is an 
issue that must be addressed in supervisory training circles. Verbal, additional, or 
implied changes to written departmental policies cloud misconduct issues and 
disciplinary procedures and may fail in labor law hearings.  

Secondly, the computer policy and subsequent text message training for the SWAT 
team never specifically addressed personal usage of the pagers, whether used on duty 
or off duty, and the discipline to be meted out for any policy noncompliance. It 
seems that as long as the team members did not exceed the 25,000 characters 
allotted, personal use, both on and off duty, was permissible. But had the plaintiff 
never exceeded his monthly characters, would the chief have been justified in 
ordering an audit of the text messages? The answer is yes; all random audits in 
policing have a special needs purpose in the professional administration of a 
department, and employee privacy should never be an issue.  

Why, then, was a costly jury trial held to determine the chief’s intent in ordering and 
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auditing the team’s text messages? The departmental technology policies themselves 
never mentioned that the chief, the internal affairs department, or anyone with the 
authority to audit those messages had to rely on a Fourth Amendment exception to 
read those employee messages. Random audits in the workplace are just that: 
random, with no need for reasonable suspicion, probable cause, or allegations of 
misconduct. A random audit policy gives administrators carte blanche authority to 
audit all technological communication associated with department-issued equipment. 
Random audits of in-car videos, in-car lien communications, and Internet audit trails 
are specifically intended to deter employee abuses. The philosophy behind random 
audit policies is to deter any employee temptations to abuse their access to the 
specific technology available. This should have been explicitly written in the 
computer policy in order to deter the very behavior the plaintiff engaged in: his 
personal texting on duty.  

A time-consuming, costly jury trial was held to decide the chief’s intent in auditing 
the team’s text messages. Written random audit policies alleviate any causes of 
action for bad faith, illegal searches, or maliciousness on the part of a chief of police 
or the internal affairs unit.  

Though the jury ruled in favor of the chief, concluding that his audit had a legitimate, 
work-related purpose, thousands of taxpayer dollars were spent on this trial, as well 
as the monies spent for the appellate case and eventual U.S. Supreme Court 
proceedings. Focused policy verbiage regarding the agency’s intent to conduct 
random audits, coupled with frequent random audits and appropriate disciplinary 
measures, most likely would have deterred the sergeant’s abuse of the pager and 
eliminated any internal litigation paid for by taxpayer dollars. Notice, through 
training curricula, of how policies will be implemented and supervised is the key to 
limiting costly litigation.  

Taxpayers are the stakeholders in the police business. The majority of justices, in this 
case, questioned what society accepts as proper behavior in regard to technological 
privacy expectations in the workplace. The answer is most likely that private citizens 
have little expectation of privacy at the workplace regarding their employer-issued 
desktops, laptops, and networking tools. In order to decrease extraneous Internet 
surfing, following sporting events, and excessive personal e-mailing during work 
hours, private employers issue directives informing their employees that audit trails 
are randomly conducted to prevent such wasteful uses of their work time and their 
computers.  

In his concurrence with the majority, Justice Antonin Scalia reiterated his position 
from a previous employment privacy case wherein he wrote “that government 
searches to retrieve work-related materials or to investigate violations of workplace 
rules—searches of the sort that are regarded as reasonable and normal in the 
privateemployer context—do not violate the . . . Amendment.”11  

The laws of privacy continue to evolve in criminal courts and in labor law courts. As 
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technological advances continue to enhance police services, agencies must revisit 
their own policies and procedures related to informational technology and employee 
privacy expectations. Only through training programs can department notice be 
established regarding policy implementation. Additionally, comprehensive ethics 
training curriculums must emphasize the sanctity of privacy issues in policing, both 
as applied to target citizen investigations and to internal affairs issues. Internal 
lawsuits are counterproductive and costly in relation to the overall agency mission to 
protect and serve. ■  

Thomas J. Martinelli, MS, JD, is a practicing attorney and an independent training 
consultant for both the Institute for Intergovernmental Research, Tallahassee, Florida, 
and Michigan State University’s Intelligence Toolbox Program, East Lansing, 
Michigan. He trains in police ethics and liability and intelligence-led policing, 
specifically addressing privacy issues. He is a member of the IACP Police Image and 
Ethics Committee.  
 
Lawrence E. Shaw coordinates the flow of criminal information and intelligence 
between federal, state, and local law enforcement agencies, using automated 
information systems. He has more than 23 years of diversified law enforcement and 
criminal investigative experience and seven years of emergency response experience. 
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Fundamentals of Risk Management  by Steve Ashley & Rod Pearson  

What is Risk Management? 
Risk Management (at its simplest) is a "process for managing the risks that you can identify -
- and insuring those you can't manage." It uses accepted managerial techniques in order to 
preserve the assets of the organization or entity. The Risk Management process is comprised 
of two separate, but equally important components, risk control and risk financing. 

Risk control involves identifying the organization s risk exposures, examining the various 
alternatives available to either eliminate those risks that can be eliminated or mitigate the 
effects of those that cannot be eliminated, selecting the best alternative or combination of 
alternatives to deal with each risk exposure, implementing the chosen techniques, and 
monitoring the process for the purpose of altering or improving the program based on the 
observed results. Risk financing is the method or methods by which an organization chooses 
to pay for those losses that result from the various risk exposures the organization faces. 

Because the decision as to how to finance losses is generally left to the elected officials 
within each particular municipality, you (and your department s administrators) will have 
little control or influence on this aspect of the risk management function. The area where 
your efforts will best impact, where your influence and control will be felt, and noticed, is in 
the risk control arena. For this reason, the remainder of this article will focus on the risk 
control aspects of your municipality's overall risk management program. 

Definitions Terms to Know 
Before proceeding further, it is important that we all know and understand the terms and their 
meanings, as used frequently within the risk management profession. 

• EXPOSURE: An exposure is any circumstance, item or situation that has the potential 
to cause a loss.  
 

• LOSS: An actual expenditure as a result of an incident. An expenditure does not 
necessarily require a monetary outlay. The lost service of an  employee is a loss.  
 

• RISK: The degree of likelihood that a loss will occur.  
 

• HAZARD: A condition or situation that has a high probability of causing a  loss.  
 

• INCIDENT: An occurrence with a potential for a resulting loss.  
 

• CLAIM: A formal notification that an incident has occurred.  
 

• LIABILITY LOSS: A loss arising when an individual or organization files suit alleging 
wrongdoing. A loss is incurred whenever funds are expended as a result of the lawsuit 
to investigate or defend the suit, and to pay a settlement, judgment or award whether 
the suit has merit or not. A loss results irrespective of any judgment or award.  
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Dispelling the Myth 

All too often, people mistakenly believe that risk management is something created by, and 
for the benefit of, insurance companies. Nothing is further from the truth. Controlling risk is 
a management function, created by management to reduce its need for, or reliance on, 
traditional commercial insurance companies as the sole means of paying for losses. 

In fact, most professional risk managers judge the success of their efforts based on the 
amount of insurance they are forced to purchase after implementing their program. The less 
insurance they need, the more successful their efforts. The theory is that although risk cannot 
be entirely eliminated, the frequency and severity of those losses that do occur can be 
minimized. This, in turn, allows the organization to finance losses by alternative methods 
such as retaining them rather than by paying the seemingly exorbitant premiums charged by 
traditional commercial insurers. The entity can invest the monies saved or use them to grow 
and expand the organization. This philosophy is completely compatible with the needs of 
municipal government. With more tax dollars available, the municipality can more 
effectively, with increased cost efficiency, provide the services the community has come to 
expect. The increased savings can be used to purchase patrol cars, increase manpower, pay 
for sidewalk reconstruction, or finance any other priority item. 

Due to this increased awareness of the need to manage risk, many public entities are joining 
together to form risk management pools, which are very unlike traditional commercial 
insurers. Most pools are tax exempt, non-profit, quasi-governmental organizations that 
provide insurance type coverages and services by way of a joint arrangement. Participating 
municipalities "pool" their funds to cover each other's losses by group purchase of insurance 
coverage, thereby avoiding the prohibitive premium prices charged to individual 
municipalities by commercial insurers. Its very much like buying wholesale. For this reason, 
it is to everyone's benefit to contain and control losses. For risk control practices to provide 
maximum benefit to all pool members, all members must aggressively participate in the risk 
control process. 

As a police trainer or administrator, you are a risk manager. You train for and manage the 
hundreds, or thousands, of interactions between your department s officers and the public, 
and you do this on a daily basis. These interactions all carry the potential for litigation, but 
more importantly they create the possibility of injury to your department s officers or 
citizens. It is your responsibility to train for and manage the daily activities of your 
department s personnel in such a manner as to maintain the lowest possible chance of loss. 
That's the bad news. The good news is that, if your municipality is a member of a risk 
management pool, you're not in this alone. 

Until recently, police trainers and executives in pool member municipalities had no where to 
turn for advice, input, or direction on ways to manage their department's unique exposures. 
However, many pools are committed to providing the best possible coverage at the lowest 
possible price and believe that the risk control function will assist in achieving these goals. In 
some pooling organizations, this has led to the creation and funding of specific law 
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enforcement risk control efforts. Now, through the development of a strong, long term 
relationship with your law enforcement risk control specialists, many law enforcement 
trainers and administrators have a resource available through which information and 
recommendations can be obtained. Through this relationship many benefits and advantages 
can be achieved. Primary among these benefits is the opportunity to provide input that will 
affect the decisions made concerning the type and nature of services provided, specially 
tailored to your department's needs. Through a cooperative effort, by everyone working 
toward the same objective, you will greatly impact the amount of losses your department, 
and thus your pooling organization, incurs. 

Where to Start? 

Before you can take positive steps to reduce your risk exposures, you have to know what 
risks you face. You must analyze and identify the areas within your department s day to day 
operations that hold the potential for causing losses. This can be done in a variety of ways, 
many of which your law enforcement risk control specialists are ready and able to assist you 
with. Exposures can be identified by examining past loss experience and histories, on-site 
surveys, questionnaires, and by consulting with experts both from inside and outside your 
department. The identification process is the most important step in any concerted risk 
control program. 

Of the various identification techniques available, on-site risk assessment surveys conducted 
by your pool s law enforcement risk control staff members, and a review of loss "runs" or 
histories provide the greatest amount of insight into those exposures unique to the delivery of 
police services, and identify trends or patterns within your department that may be cause for 
concern. Loss histories, which can be provided by most pooling organizations, document not 
only the severity (cost) of past losses, but the frequency with which they occur. If your 
agency or department does not have a significant history of losses, much valuable 
information can be gleaned from examining loss histories of comparable agencies or 
municipalities. 

Frequency vs. Severity 

By looking at past occurrences, we frequently can predict future events. By examining how 
frequently a loss causing situation has occurred in the past, we can predict with a certain 
degree of accuracy how often it will occur in the future. By reviewing the cost, or severity, of 
prior losses we can make an informed decision as to which conditions deserve priority 
attention and how best to finance the larger losses. 

When reviewing loss histories you will quickly discover that, fortunately, there is usually an 
inverse relationship between frequency and severity. Those events that occur most frequently 
tend to be less severe in nature. Conversely, the most severe incidents occur much less 
frequently. With enough experience, or history, an analysis will further show that based on 
the frequency with which events occur a reasonably accurate forecast as to the severity of 
future losses can be made. That's the good news. The bad news is this creates another 
problem that police trainers and executives must deal with. 
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Statistically we know that frequency predicts severity. The issue, then, becomes one of 
foreseeability. If an event is predictable, is its future occurrence foreseeable, in a legal sense? 
And, if it's foreseeable, do we have a duty to act? AND, if we fail to act, are we behaving in a 
negligent manner? The answer to all of these questions is most probably Yes! 

The courts often refer to this as being on "notice". Stated simply, you knew, or should have 
known, that a particular event or occurrence would take place. Courts have further ruled that 
if the need to take action is obvious, failure to act demonstrates a "deliberate indifference" 
towards the civil rights effected citizens. In other words, if something is foreseeable, if it is 
predictable, if it is likely to occur, it cannot be ignored as a potential problem. 

Beyond the potential for litigation when a critical situation is left unresolved, is the 
likelihood of officer injury as a direct result of a department s failure to deal with such a 
situation (lack of or improper training is a good example). Not only do sound risk control 
practices insure a higher level of officer safety and result in cost savings to the municipality, 
but they are, in some instances, required by contemporary court decisions. 

Risk Control Techniques 
Once your risk exposures are identified, the next step is to choose the technique, or 
combination of techniques, best suited to effectively eliminate or control the exposure. There 
are five basic risk control techniques. Some can produce the desired results in and of 
themselves, others work best when used in combination, dependent on the particular 
exposure being dealt with. These five basic techniques are defined here: 

RISK AVOIDANCE: Voluntarily choosing to no longer participate in the activity that 
creates or causes the loss. If you no longer provide the service or perform the function that 
created the loss exposure in the first place, you are no longer faced with the exposure. 
Examples of risk avoidance would include disbanding a SWAT team or canine unit, refusing 
to allow civilian ride-alongs in patrol cars, prohibiting misdemeanor pursuits, or a prohibition 
on the carrying of blackjacks or sap gloves. 

For law enforcement, risk avoidance is not always an option. There are some things we just 
have to do, but it is nonetheless a desirable technique where its implementation does not 
significantly interfere with the delivery of vital and necessary police services. 

PREVENTION OF LOSSES: Prevention involves measures or activities undertaken before 
a loss occurs, in an attempt to prevent the loss causing event from happening, or to render its 
impact less significant. Examples of preventive measures are the creation and 
implementation of sound policies that provide appropriate guidance to line level officers, 
continuous and on-going in-service training, patrol cars equipped with prisoner screens, and 
the issuance of latex gloves for the prevention of infection. The primary objective of loss 
prevention is to reduce the frequency with which the loss causing event occurs. 

REDUCTION OF LOSSES: Reduction techniques can be implemented either before or 
after a particular loss occurs, in an attempt to reduce the amount of the loss or damages that 
may result. Sprinkler systems, fire extinguishers, soft body armor, and vehicle safety belts 
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are examples of reduction measures. These activities are intended to minimize the potential 
severity of loss. They do not prevent the loss causing event from occurring. 

SEGREGATION OF RESOURCES: This technique actually consists of two separate 
elements duplication and separation, both having substantially the same goal: to segregate 
the agency's resources so that no one event can significantly impair the overall operation of 
the organization. Basically, segregation involves not placing all your eggs in one basket. 

Duplication involves the use or creation of spares or backups, to be used only in the event the 
primary or original item is damaged or destroyed. Examples of duplication are tape backups 
of computerized data, spare patrol cars left in reserve, or an Emergency Operations Center 
(EOC) housed in another location that is only utilized if a power failure or natural disaster 
renders the primary communications facility inoperable. These items for the most part sit, 
unused, until after a loss occurs. Duplication efforts are intended to reduce the severity of 
potential losses because the department can still function, although possibly with less 
efficiency. 

Separation is similar to duplication in that facilities, operations or items are duplicated in 
other locations. The difference is that these facilities or items are used on a daily basis. 
Examples of separation would be the creation of precincts or mini-stations that provide full 
service on a daily basis, and can serve to take up the slack in the event the primary location 
becomes disabled or inoperable. Separation also targets potential severity, but because of its 
daily usage, can actually increase the frequency of losses. 

TRANSFER OF RISK: Transfer techniques are used to transfer, or move, the risk from one 
party to another. The most common examples of transfer strategies are the use of waiver 
forms, hold harmless agreements, insurance policies, and contracting with others for services 
such as prisoner transports or lodging. Ideally, to receive maximum benefit from transfer 
arrangements, the organization strives to transfer both legal and financial responsibilities for 
an incurred loss, although this is not always possible. 

Implementing an Effective Risk Control Program 

With an understanding of risk control fundamentals it is now possible for you, the police 
trainer or executive, to begin to design and implement a risk control program tailored to the 
needs of your individual department or agency. When planning how best to implement your 
program, it's important that you never lose sight of the fact that effective risk control 
practices involve more than just litigation avoidance. Of primary importance is officer safety 
and survival. A program that is founded on this premise will not only encourage officers to 
work safer and smarter, but will also, because of an obvious overlap in the issues that create 
both injury and liability, significantly impact liability concerns. 

While researching the losses incurred by your department you will probably find that officers 
are getting hurt in the process of creating liability. The same things that cause officers to get 
hurt cause many of the civil suits we are forced to defend. Police officers are routinely 
involved in inherently dangerous situations, they carry a variety of weapons that can injure or 
kill, they drive cars at high speeds, and they have to take violent or resistive subjects into 
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custody. All of these activities can result in officer injury or litigation. It is entirely that a 
concentrated effort to reduce the potential for officer injury will positively influence your 
liability exposures. The law enforcement profession has, however, routinely placed a greater 
emphasis on avoiding liability. Not only has this failed to work, but it has also resulted in the 
loss of the valuable service of some of our best and brightest officers. We must, therefore, 
shift our emphasis, and implement a risk control program based on a top-down initiative. All 
levels within the agency, beginning with the chief executive, must be sold on the need and 
value of such a program, and encouraged to implement and practice sound risk control 
measures in all of their daily encounters with the public. 

Police executives, supervisors, and line officers must feel a sense of ownership in the 
program. They must all feel they have participated in, or been allowed the opportunity to 
provide input into, the decision making process that led to the development and 
implementation of the program. 

At the executive level, managers must willingly take responsibility for oversight and control 
of the program by developing sound procedural documents and by providing crucial in-
service training in critical skills areas, and supervisory training to the agency's middle level 
managers. 

At the supervisory level, employees must accept responsibility for oversight of line officers' 
daily activities to ensure that they conform to department policy, and are performed in a 
manner consistent with the agency's approved training. Supervisors must also communicate 
with police executives concerning the effectiveness, or continued feasibility, of the chosen 
techniques, policies, training, or programs. 

Finally, if risk control techniques are to be effective, line level officers need to believe in the 
principles on which they are founded, so that the basic concepts are appropriately translated 
to the streets. They must understand the need for and comply with requirements to report all 
relevant and important data, so that activities can be monitored and measured against the 
intended goals of the risk control program. Without the line officer's feedback, it is 
impossible to monitor the risk control program and make necessary and appropriate 
adjustments to enhance and improve it. 
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Performance Objectives: 
 

 Identify various steps in the strategic planning process 

 Develop communication strategies to promote the planning process 

 Discuss critical thinking 

 Discuss the importance of projections  

 

What is Strategic Planning 

An upper management-initiated process that sets specific goals 

Identifies measurable steps for a division(s) or entire organization taking into 

 account personnel and budgetary resources 

A future-oriented process that deliberately anticipates planned change for an 

 organization over a period of time, usually two to five year 

Examples of strategic planning: 

 Community Oriented Policing (C.O.P.) 

 CompStat  

 Intelligence-Led Policing (I.L.P.) 

They are used by community groups, government departments, organizations, and 

 agencies to develop a blueprint for action and change. 

They should be community based, inclusive and participatory to allow for 

 maximum stakeholder involvement and input. 



791 

 

Benefits of Strategic Planning 

 Defines mission, vision, & values 

 Establishes realistic goals, objectives & strategies 

 Ensures effective use of resources 

 Provides base to measure progress 

 Develops consensus on future direction 

 Builds strong teams 

 Solves major problems 

Top Three Reasons for having a Strategic Plan 

1. Commitment to meeting community demands 

2. Interest in reducing crime 

3. Letting rank-and-file officers know what the administration and community 

expect of them. 

Other Reasons 

– Change 

– Renewal 

– Funding requiremnets 

– Financial forecasting 

– Mandate 

– Build consensus 

– Improve staff and board relations 

– Develop ownership 

– Build community support 

Strategic Planning is NOT about 

• What is wrong or how to fix it 

It is about 

What can we do better or what change or challenges will improve our service 
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Major Findings 

 Majority of large agencies have strategic plans 

 Popular sources for learning about the implementation of a strategic plan are 

 other agencies and community surveys 

 7 month average to develop a strategic plan 

 An agency’s chief executive or its command staff is responsible for the 

 implementation 

 Major strength is a comprehensive approach to planned change 

 Lack of resources the greatest challenge to implement the plan  

 There is no one best approach 

 Personnel changes at the executive level reduces the likelihood that an 

 existing strategic plan will succeed 

 Major unexpected events reduce the likelihood of the successful 

 implementation 

Two Dimensions to a Strategic Plan 

1. Width – the extent of coverage under strategic plan (units involved); 

2. Depth – the extent of hierarchical involvement in strategic plan (ranks 

 involved) 
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Four Models
Model 1

In‐Depth Plan Model 
with Limited
Application

Model 4

Total
Implementation 

Model

Model 2

Top Leadership in 
Charge Model

Model 3

Management 
Centered Model

All Ranks

R
A
N
K
S

I
N
V
O
L
V
E
D

Top Mgmt
Limited 

Application
Extent of 

Application
Department 

Wide
 

Developing the Plan 

 Mission – Core purpose, presented in a clear, short statement 
 

 Vision – What is your agency’s vision of excellence 
 

 Values–What are the principles, standards, and actions considered   
  worthwhile 
 

 Strategic Analysis – Environmental Scan 
- Gathering of information 
- Analysis and interpretation 
- Application 

  SWOTT analysis (Strengths, weaknesses, opportunties, threats, trends) 
 

 Strengths - Internal positive things about the organization 
- What does the community see as your strengths? 

 Weaknesses 
- What are some weaknesses in the organization? 
- What does the community see as your weaknesses? 
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-  
 Opportunities 

- What are some opportunities in your agency? 
- What are some opportunities within your community? 

 Threats 
- What are some issues facing the organization? 
- What are some technology issues that face the 

organization? 
 Trends 

- What are some of the national trends? 
- What are some of the regional trends? 

 
 

 Goals – Identify long-term outcomes to provide focus for the planning 
 

 Strategies – Outline how you will achieve your goals 
 

 Objectives – Identify specific, measurable results produced while 
 implementing strategies 

– Goals and objectives should be SMARTER (Specific, 
measurable, acceptable, realistic, timed, extending, rewarding) 

 
 Implementation – Tasks and timelines 

 
 Funding – What is required to fund the goals in the plan 

 
 Communicating the Plan – How will you communicate the plan to 

 stakeholders 
 

 Monitoring and Evaluation – Critical to the plan’s success and crediblity 
 

 Continuous Improvement  
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Exercise 

 
In a group setting, prepare a SWOTT analysis on your agency. 

Strengths 

 Internal positive things about the organization 
 

1.________________________________________________________________
2.________________________________________________________________
3.________________________________________________________________
4.________________________________________________________________
5.________________________________________________________________ 

 What does the community see as your strengths? 

1. _______________________________________________________________ 
2. _____________________________________________________________ 

3. _____________________________________________________________ 

4. _____________________________________________________________ 

5. _____________________________________________________________ 

Weaknesses 

 What are some weaknesses in the organization? 

1. _____________________________________________________________ 
2. _____________________________________________________________ 

3. _____________________________________________________________ 

4. _____________________________________________________________ 
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5. ______________________________________________________________ 

 What does the community see as your weaknesses? 

1. _____________________________________________________________ 
2. _____________________________________________________________ 

3. _____________________________________________________________ 

4. _____________________________________________________________ 

5. _____________________________________________________________ 

 

Opportunities 

 What are some opportunities in your agency? 
 
1. ____________________________________________________________ 

2. ____________________________________________________________ 

3. ____________________________________________________________ 

4. ____________________________________________________________ 

5. ____________________________________________________________ 

 
 What are some opportunities within your community? 
 
1. ____________________________________________________________ 
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2. ____________________________________________________________ 

3. ____________________________________________________________ 

4. ____________________________________________________________ 

5. ____________________________________________________________ 

Threats 

 What are some issues facing the agency? 
 
1. _____________________________________________________________ 

2. _____________________________________________________________ 

3. _____________________________________________________________ 

4. _____________________________________________________________ 

5. _____________________________________________________________ 

 
 What are some technology issues that face the agency? 
1. _____________________________________________________________ 

2. _______________________________________________________________ 

3. _____________________________________________________________ 

4. _____________________________________________________________ 

5. _____________________________________________________________ 
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Trends 

 What are some of the national trends? _________________________________ 
 

 What are some of the regional trends? _________________________________ 
Tools and Techniques 

 Appreciative Inquiry 
 

- Effective for changing organizational culture 
- Based on 5-D model (Define, discovery, dream, design, deliver) 
- Open Space Technology 
 

 Public consultation 
 

- Involve public and stakeholders in your planning process 
- Achieved through:  interviews, meetings, open houses, websites 

 
 Public Meetings 

 
 Focus Groups 

 
- Provides opportunity to address specific issues 
- Provides opportunity for maximum participation 
- Provides maximum information I short period of time 

 
 Website Feedback 

 
- Online survey 
- Online discussion paper to generate comments 

 
 Surveys 

 
- Online survey 
- Community survey 

 Can be developed and administered locally 
 Can be conducted by firm specializing in surveys 
 Research 

- Focus groups, surveys 
- Literature review 
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Ten Keys to Successful Strategic Planning 

 
  .  A clear and comprehensive grasp of external opportunities and   

  challenges (No, organization exists in a static environment). 
 Social, political and economic trends continually impact the 

 demands for its services 
 Needs and community demographics are all subject to change 
 So too are methods for delivering programs and services 

 
  2.  A realistic and comprehensive assessment of the organization’s strengths  

 and limitations 
 SWOTT analysis 
 Consideration of capabilities and strengths 
 Weaknesses and limitations 
 Information both subjective and objective must be gathered from a 

wide array of sources 
 

  3.  An inclusive approach 
 All important stakeholder groups should have a voice 

 
4.  An empowered planning committee 

 Strategic planning should be a participatory undertaking 
 

 5.  Involvement of senior leadership 
 Buy-in that goes above mere verbal endorsement is critical 

 
6.  Sharing of responsibility by board and staff members 

 
 7.  Learning from best practices 

 
   8.  Clear priorities and an implementation plan 
 

9.  Patience 
 

10. A commitment to change 
 No matter how relevant its original mission, no organization can 

afford to shackle itself to the same goals, programs and operating 
methods year after year.  Organizations must be prepared to 
change as extensively as conditions require 
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Phase 1:  Formation of Strategic Plan 

 
 Internal Methods 

 
- Command staff involvement 

- Middle Management Involvement 

- Rank-and-file officers participation 

- Civilian employee participation 

- Hiring an external consultant 

 
 External Methods 

 
- Community organization participation 

- Community resident participation 

 
 
 Methodological methods 

 
- Define mission and goals 

- Specify objectives and measures by using  crime and other data sources 

- Set time frame for each goal and objective 

- Identify the designated person or team and budgetary needs 

- Participants’ training 

- Modify performance evaluation to meet the requirement in the plan 

 
 

Phase 2: Implementation 
 

 Quarterly meetings to assess the progress 
 

 Collect data as specified in the plan 
 

 Analyze the data and prduce monthly or quarterly  updates 
 

 Make sure all the participants are informed on the progress of the plan 
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Phase 3: Annual Evaluation 
 

 Internal Methods 
 

- Create data and document progress 

- Analyze data and assess attainment of each goal 

- Make reports available for community organizations and residents 

- Identify emerging issues in the process of implementation and make 

 adjustments 

- Conduct employee surveys to assess the progress of  change 

 External Methods 

- Conduct citizen surveys to assess the effect of programs 

 Methodological Methods 

- Frequency distribution and trend analysis 

- Correlations 

- Multi-causal analysis 

- Panel data analysis and time-series analysis  
 

Three determining factors for a successful strategic plan: 

1. Leadership Commitment 

2. Plan for Unexpected Events 

3. Management Style 
 

Strategic Planning Needs Critical Thinking, Planning, & Projections 
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 Critical thinking is thinking that is clear, precise, accurate, relevant, consistent 

 & fair 

 

 Critical thinking is self-directed, self-disciplined, self-monitored, & self-

 corrective that entails effective communication & problem-solving abilities 

Approaches to life of good critical thinkers: 

 Inquisitiveness about a wide range of issues 

 Concern to become & stay well-informed 

 Alertness to opportunities to use Critical thinking 

 Self confidence in their abilities to reason 

 Open-mindedness about divergent world views 

 Flexibility in considering alternative  opinions 

 Understanding the opinions of other people 

 Fair-mindedness in appraising reasoning 

 Honesty in facing one’s own biases, prejudices, stereotypes, & egocentric 

 tendencies 

 Willingness to reconsider & revise views 

 Clarity in stating questions or concerns  
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Critical Thinking Requires:   Critical Thinking Can Be Learned 

 Interpretation   

 Analysis  

 Evaluation 

 Inference 

 Explanation 

 Self-regulation 

 

 

 
 
Matt Stiehm - 04/11/2013 

Strategic planning for small- and mid-sized departments 

To prepare and plan for the future, a few business concepts should be introduced to our 
profession 

Your law enforcement agency is still facing the same problems it faced last year and the year 
before — budget, planning, and development. 

To prepare and plan for the future, a few business concepts should be introduced to our 
profession. If used correctly (or at times, at all), these can help your organization succeed and 
certainly weather this storm of uncertain budgets. 

As law enforcement leaders move toward data-driven decisions, these processes will help 
prepare you for the fight (discussion) with your boss about eliminating or keeping a program, 
or introducing something new. 

Organizational Assessments 
First and foremost, you must understand where your organization is, what it needs to grow 
(assets, physical plant, deployment, training), and other areas of concern. This means that 
you need to take the time and conduct an internal organizational assessment. 

With law enforcement departments fighting for tax dollars and budget against the roads, 
parks and recreation, fire department, general city office, and any other project that is 
planned for the upcoming year, the best way is to be prepared to argue how the money will 
be used. Your proverbial ducks should be in a row. 
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“Organizational Assessments are powerful tools for identifying an organization’s strengths 
and weaknesses. They are a critical starting point for initiating any type of organizational 
change” (Stark 2009). 

The organizational assessment process should be an honest critique of your organization. 
This type of assessment is not a “bitch session” but a critical review of your shortcomings, 
and things you are doing well. 

For those working in larger organizations, this assessment can be done by units, divisions, or 
shifts. There are a variety of ways you can conduct an organization assessment; the most 
simple thing that can be done is to review data from dispatch and records and compare year 
over year statistics, and look for any dramatic increases and/or extreme reduction and attempt 
to provide an answer. 

But another option is to examine everything: training, deployment, crime areas, 
investigations, patrol, and office operations. 

Compare miles driven by shift, training issues, contacts, calls for service, and any data point 
that you would like to know about. 

Comprehensive Planning 
Comprehensive planning is key to achieving success in any long range plan, complex idea, or 
project. The process itself predates the United States of America. Comprehensive planning 
was used in drafting of important documents like the Articles of Confederation and the 
Constitution. 

The process is used by businesses, schools, and all levels of government. The plan is 
something that is real and prepares the organization[s] for the future (Becker & Kelly, 2000).

Planning is a rational way of preparing for the future. It typically involves the gathering and 
analysis of data, the examination of possible future trends, the consideration of alternative 
scenarios, some score of analysis of costs, and benefits…choosing a preferred scenario and 
plan for implementation. (Becker & Kelly, p.17) 

Organizational change is pervasive today, as organizations struggle to adapt or face decline 
in the volatile environments of a global economic and political world. The many potent 
forces in these environments — competition, technological innovations, professionalism, and 
demographics, to name a few — shape the process of organizational adaptation. 

As a result, organizations may shift focus, modify goals, restructure roles and 
responsibilities, and develop new forms. 

Adaptive efforts such as these may be said to fall under the general rubric of redesign. 
(National Research Council Staff, 1997, p. 11) 

Strategic Planning 
The strategic plan provides for: 

1.) Better informed, more timely decisions through continuous strategic thinking 
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2.) Clear direction to the organization on what the company will do, and perhaps more 
  importantly, what it will not do 
3.) Greater empowerment with clearly understood boundaries communicated to the  
  entire organization 

Departmental Implications 
With a solid comprehensive plan, law enforcement agencies should be able to sustain current 
funding trends and quite possible weather the storm when lean times come. 

For example with data driven information, departments can demonstrate how they improve 
safety within their community. Specific information regarding traffic enforcement, arrests, 
investigations, and services can be used to demonstrate how effective the law enforcement 
agency. 

Once the department has started the planning process it prepares for community changes to 
include;  demographic shifts, transit populations, tax decreases, and other problems that have 
recently confronted communities. 

 

In Conclusion... 
In these recent years, law enforcement funding has been difficult to forecast. Budgets are 
shrinking, grant opportunities are few and far between. 

Preparing for the future through comprehensive planning, and strategic planning is key to 
long-lasting survival. Projecting when you will need to replace things and how to use money 
effectively is of vital importance. 

Try to forecast for the future you will be surprised with what improvements and changes you 
will be able to prepare and plan for. 

References 
Becker, B., & Kelly, E. (2000). A Community Planning An Introduction to Comprehensive 
Planning. Colevo: Island Press. 

Duncan, J., Ginter, M., & Swayne, L., (1998). Competitive advantages and internal 
organizational assessment. Academy of Management Executive, 12, 3. Retrieved March 19, 
2009 from Ebsco Host Megafile. 

National Research Council. (1997). Staff. Enhancing Organizational Performance. 
Washington DC: National Academies Press. 

Palmatier, G, (2008). Strategic planning: An executives aid for strategic thinking, 
Development and Deployment. Outside Logistics, Retrieved March 19, 2009 from Ebsco 
Host Megafile 

Stark, P.B. (2009). Organizational Assessments. Retrieved March 19, 2009. from Peter 
Barron Stark Companies 



806 

 

About the author 

Dr. Matt Stiehm has received an Educational Doctorate from Argosy University, where the 
focus of his research was campus safety and security. He has served as a police officer in 
three states (CA, MN and NE), he keeps current on law enforcement trends.  He currently is 
a member of ILEETA, MN Infragard, FBI LEEDS, an Associate Member of the IACP, 
Support Member of the MN Chiefs Association, the Midwestern Criminal Justice 
Association, and recently Police Executive Research Forum Subscribing Member. He is 
currently conducting some independent research projects into police use of force, campus 
public safety use of force, and general leadership trends. 

 



807 

 

 



808 

 



809 

 



810 

 



811 

 

 



812 

 

 



813 

 



814 

 

 



815 

 

 



816 

 

 



817 

 



818 

 



819 

 



820 

 



821 

 



822 

 

 



823 

 



824 

 



825 

 

 



826 

 

 



827 

 

 

 



828 

 

 

 

 



829 

 

 

 

 

 



830 

 

 

 



831 

 

 

 



832 

 

 

 



833 

 

 

 



834 

 

 

 

 

 



835 

 

 

 



836 

 

 



837 

 

 

 



838 

 

 

 



839 

 

 

 



840 

 

 

 



841 

 

 

 

 



842 

 

 



843 

 

 

 

 



844 

 

 



845 

 

 



846 

 

 



847 

 

 

 



848 

 

 

 



849 

 

References 

Lincoln Police Department Strategic Plan (2012-2016).  Retrieved from: 

 www.lincoln.ne.gov/city/police/pdf/stratplan.pdf 

McNamara, C. Basic overview of various strategic planning models.  Retrieved from: 

 http://managementhelp.org/strategicplanning/models.htm 

Stiehm, M.  (2013).  Strategic planning for small and mid-sized departments. Retrieved 
 from:  www.PoliceOne.com 

Tempe Police Department Strategic Plan (2012-2014).  Retrieved from: 

 http://tempe.gov/home/showdocument?id=3929 

Thurman, Q.  Strategic planning in law enforcement agencies.  Retrieved from: 

 http://www.cops.usdoj.gov/Publications/zhao.pdf 

Tustin Police Department Strategic Plan (2012-2015).  Retrieved from: 

 www.tustinpd.org/Documents/StrategicPlan2012-2015.pdf 

 

 



850 

 

 
 
 
 

 
 
 
 
 
 
 

 
 
 

 

 

 

 

 



851 

 

Instructional Goal:  Discuss the importance of succession planning 

 

Performance Objectives: 

• Review succssion plannning 

• Discuss core principles of succession planning 

• List different levers of learning 

• Discuss key elements of succession planning 

• Review succession planning toolbox 

• Discuss options for succession planning 
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Core Principles Underlying Succession Planning 

1. Leaders really do matter … in managing/driving accountability, results, culture.  

2. Performance is what counts … top performers over high potentials  

     (the “what” & “how” both count).  

3. Today’s top performing leaders aren’t necessarily tomorrow’s …  

    even our best leaders can fall behind or derail.  

4. Talent is an enterprise resource … willingness to share talent makes  

      the system work. 

5. A broad set of experience & assignments is the best classroom …  

     yet a balanced approach is still necessary for development.  

6. It’s incumbent upon today’s “top-100” to leave a legacy of  

    future talent … current leaders must teach, mentor, & role model others on what  

     it takes to succeed.  

7. Invest in the best … focus the rest. 
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Four Levers for Learning

On-The-Job
Experiences                  

Mentoring or Coaching

Training or Continuing
Education

Motivated Self-
Development

3

2

1

4 1

2

3

4

 

There are two kinds of people in organizations: 

 Those with 20 years experience & 

 Those with one year experience repeated 20 times 

Leadership Development = V + C + L 
 

Variety of Experiences + 
 
Challenging Assignments + 
 
Ability & willingness to Learn 
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Assessment of
Key Positions

Identification of
Key Talent

Assessment of
Key Talent

Generation of
Development Plans

Development
Monitoring & 

Review

Key
Elements

Succession Planning: Key Elements

 

1. Assessment of Key Positions:  

 •What are the competencies and experiences needed to qualify for each key  
  position? 

2. Identification of Key Talent: 

 • Typically people at the top two levels of the organization and high potential  
  employees one level below. 

 • Identified by their management’s assessment of their performance and  
  potential for advancement. 

3. Assessment of Key Talent:  

 •  For each person on the radar screen, primary development needs are  
  identified focusing on what they need in order to be ready for the next  
  level. 

4. Generation of Development Plans:  

 • A development plan is prepared for how we will help the person develop  
  over the next year. 

5. Development Monitoring & Review 

 • An annual or semi-annual succession planning review is held to review  
  progress of key talent and to refresh or revise their development plan. 
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Necessary Skills Needed 

 Delegating and Powers Others 

 Showing Integrity 

 Creating a Climate for Success 

 Communicating Well 

 Coaching & Developing Others 

 Showing Fiscal Responsibility  
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Succession Plan Summary 

Organization: _________________________________________ 

Position  

Vulnerability 

Succession Candidate 

Names 
Key 
Position 
Title 

Incumbent 
Name Open 

in 

< 1 
Yr 

Open 
in 

1–3 
Yrs 

Open 
in 

3 + 
Yrs 

Ready in 

< 1 Yr 

Ready in 

1–3 Yrs 

Ready in 

3 + Yrs 
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Executive Development Plan 

Name:_______________________________________ Title: _____________________ 
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PLANS FOR SELECTED TALENT
ORGANIZATION:_____________________

Name Title High Level Plan

 

 
 
 
Highest Return… 
 
          Full Job Change Focused On Development Needs 
    Job Restructuring Based On Development Needs 
        Mini Assignments 
            Cross Divisional Project Leadership Or Assignment 
                       Focused Coaching & Counseling 
                              C. M. Denny Leadership Scholarship 
                                   Industry Representation 
                                       Customer Visits Accompanying Senior Executives 
                                            Formalized Education Programs 
                                                Full 360 Degree Feedback and Evaluation 
                                                    Motivated Self Development 
                                                         Seminars and Conferences 
 
                       … Lowest Return  
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DEVELOPMENT  TOOLBOX

On The Job:
• Job Enrichment
• Special Projects
• Committee Assignments
• Task Force Participation 
• Lead Person Responsibilities
• Giving Presentations
• Preparing Proposals
• Installing A New System
• Leading A New Program 
• Temporary Job Assignments
• Full Job Change

Learning From Others:
• Working With a Mentor
• Teaming with an Expert
• 360 Feedback
• Focused Interviews
• Job Shadowing

Training & Education:
• Seminars & Conferences
• Continuing Education
• E Learning
• Cross Training

 

Semi-Annual Succession Planning Review 

 Review of succession candidates and development plans in each 

organizational unit 

 Report development progress and make necessary adjustments to the plan 

 Orchestrate moves for the next six months 
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Organization-Wide Leadership: Expanding the Traditional Succession Planning 
Model 

By Mitchell P. Weinzetl, Chief of Police, Buffalo, Minnesota, Police Department 

What occurs within a police agency when the organizational leader vacates the position, 
whether the departure is planned or it occurs rather abruptly? Will the organization 
flounder, or will it move in a positive direction? How about the individuals within the 
organization; will they stay focused and on track, or will they become distracted and 
concerned about a future that seems uncertain?  

The answer to these questions is simple: It depends greatly on the actions of 
organizations’ leaders during their tenures and through the periods leading up to their 
departures. If the agency head has engaged in sound leadership practices, and if a 
positive direction and a sound legacy have been established, the organizational direction 
will not only stay on course but may actually improve. This is not necessarily best 
accomplished through a process of succession planning as traditionally considered, but 
rather through an expanded process that intentionally engages organization-wide 
leadership and staff development practices.  

The term leadership is broad and embodies a wide range of actions and behaviors that 
intend to lead and guide individual and organizational functionality and to produce 
specific outcomes. The most success ful law enforcement leaders are those who, through 
their actions and influence, create, support, and sustain the performance of an 
organization in a manner that is rooted in a commitment to performance excellence, 
ethical practices, professionalism, and service. Effective leaders assume the burden of 
setting the organizational tone and focus and also for establishing and maintaining the 
organization’s culture and values. This level of stewardship over the organizational 
ideals is an enormous responsibility, and because it is of paramount importance, it must 
ultimately rest squarely on the shoulders of the organization’s leader. The agency head 
must not only set and promote the organizational direction but also do this in a way that 
is accepted and supported by individuals within the organization. When executed 
properly, this will include engagement, contribution, and agreement by the 
organizational staff, as well as participation from key external stakeholders who have 
been identified.  

If effective leadership is linked to the ability of the organizational leader to ensure a 
variety of positive organizational aspects—including establishing a foundation for the 
culture and core values of the agency and setting expectations for individual and 
organizational performance and other outcomes—then the concept of legacy leadership 
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is related to how these principles and concepts are handed down over time from one 
generational leader to another.1 Also important is a foundational premise that “legacy-
oriented leadership requires a strong continuity that addresses organizational practices 
and norms.”2 In essence, at its core, legacy-oriented leadership is about recognizing the 
positive aspects of the past, using the skills and experiences of the leader to build on 
these prior practices for the purpose of individual and organizational growth and 
improvement, and creating an atmosphere in which those who might someday ascend to 
the ranks of leadership in various positions can engage in and repeat this process.  

Over the years, much has been said about the concept of succession planning, but what 
exactly is it? Most would agree that succession planning is a process throughwhich many 
organizations—public and private—prepare for the eventual departure of key leaders. 
Through this process, organizations engage in a variety of strategies to identify 
individuals who might eventually assume a primary leadership role, generally taking 
steps along the way to prepare these individuals for the transition. This can be important 
from a strategic perspective because “during a leadership change, a succession plan 
maintains the continuity of the agency’s mission and reduces uncertainty,” and it can 
also help ensure that the organizational legacy will remain intact.3  

Despite the positive aspects of succession planning, there are some potential drawbacks 
to this process, particularly if a traditional succession planning model is engaged. In 
many police organizations, everyone has a pretty clear idea of who will be promoted to 
the next sergeant, lieutenant, or chief executive position. They know this because these 
promotions are often predictable to members of the organization based on a fundamental 
flaw in some succession planning models: “They are overly focused on identifying 
successors for a particular job or position and not on the future leadership needs of the 
organization.”4 In short, many succession planning models rely on identifying a 
particular individual to step into the next leadership role instead of working to establish 
solid leadership skills throughout the organization and among all staff. In fact, this 
replacement-oriented focus is cited as a key problem many managers identify in terms of 
their criticisms of various succession planning models currently in use.5  

Because some succession planning models orient toward a particular individual or 
individuals, they can have detrimental effects on other staff members. In many police 
and sheriff’s agencies, the number of supervisory- and executive-level positions is small, 
and the frequency with which these opportunities arise is also very limited. Many 
officers have a desire to move up the ranks at some point in their careers, but they may 
become discouraged if they are overlooked for these positions or are unable to develop 
their personal leadership skills. This is particularly true as it relates to newer generations 
of workers who have a need to feel valued and want to increase their individual sense of 
self-worth by building marketable skills.6 Appropriate succession plans are “not 
necessarily focused on creating replacements but rather on making a solid plan for the 
future”7 of the organization; however, staff may become disenchanted, and the result 
may be turnover or other performance-related problems.  
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The alternative to a succession planning process that focuses on one person or a scant 
few individuals is to engage in a process of organization-wide leadership that targets 
everyone within the organization as having the potential to take on a formal leadership 
role. Organization-wide leadership is a concept in which each individual organizational 
member, regardless of one’s organizational role, is provided with the opportunity for 
instruction, guidance, and direction concerning leadership concepts and principles. For 
too long, leadership education and the accompanying philosophies have been reserved 
exclusively for those who are assigned to formal leadership roles. Additionally, more 
often than not, leadership education is not provided to these individuals until after the 
promotion occurs. Because of this back-end process of leadership development, many 
aspiring leaders miss the opportunity to develop an understanding of leadership 
principles early in their careers and also do not develop an understanding of how 
decisions are made that might impact them within their positions. This process also 
occasionally results in the promotion of individuals who have a misguided understanding 
of what their new roles entail, which can lead to operational problems.  

Although only a handful of organizational members will ever be placed in formal 
leadership positions—particularly in those roles that include a leadership title and the 
associated pay and responsibility—many organizational members will be asked to take 
on leadership responsibilities related to projects or assignments, or they may simply 
become informal leaders within the organizational ranks because of their tenure, 
experience, charisma, or personality. While in these informal roles and settings, these 
individuals will shape and mold the organization based on their knowledge, their 
abilities, and their experiences. In order to ensure that the influence of informal or 
aspiring leaders is consistent with key aspects of the organizational legacy, formal 
leaders must engage in an intentional process of mentoring and guiding. This process 
must be looked upon as a marathon, not a sprint, however, because legacy and leadership 
elements are not the result of “swift interaction, but due to the accrual of modeling, 
educating, and feedback.”8  

This type of mentoring and guiding cannot occur, however, without a proper foundation. 
Although it may seem a peculiar place to begin, a sound and comprehensive succession 
planning process must start with the competency of the organizational leader. For the 
legacy left behind by the organization leader to have any value, the leader must first 
ensure that the legacy is positive and productive and that it is one that others want to 
follow and maintain. There is an awesome responsibility on the part of the organizational 
leader in this regard: The individual must desire and endeavor to become the type of 
leader who others look up to and wish to emulate, and through that process, they must 
develop their own skills to a high level. Once the leader has developed a high degree of 
competency (something that should continually be worked on, for that matter), the 
individual can engage in a process of developing others in a way that will carry on the 
legacy.  

One model that can be used to promote an individual and an organizational legacy is the 
Leadership Replication Cycle (LRC):  
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The LRC process has two key components: The development of the capabilities of the 
individual leader, and the process through which the leader engages others within the 
organization in an effort to replicate the actions and behaviors of the formal leader. At its 
center, the LRC is a legacy-oriented leadership tool. The first steps of this model are 
designed to challenge the leader to actually become the leader that staff wants to follow. 
This occurs through a process of gathering information, reflecting upon what has been 
learned, and then using that knowledge and reflection to intentionally transform oneself, 
which ultimately helps individuals to engage in specific actions and behaviors that 
contribute to positive and effective leadership.  

The second portion of the LRC is where the concepts of legacy-leadership and 
succession planning meet. In this section, the transformed leader uses skills and abilities 
to teach others within the organization, passing along not only the important aspects of 
leadership but also a process through which skills and abilities can be shared. The key 
benefits of this type of process (mentoring and modeling) are that the amount of effort is 
minimal, and, oftentimes, the delivery method is passive. “Mentoring is an effective and 
low-load way to pass on crucial knowledge, skills, and abilities in public organizations.” 
9 It is important to note, however, that this second section is not merely a conduit to 
developing general leadership behaviors; it intends to replicate the leader’s style, 
actions, and behaviors to the extent that this is possible and practical.10 This is important 
because the replicable aspects of the organizational leader are, in essence, the legacy of 
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leadership that is hoped to survive the leader’s eventual departure.  

In addition to implementing a philosophy that promotes organization-wide leadership, 
organizations also should engage in an organized succession planning process. The IACP 
Leading by Legacy (LBL) program considers an open succession planning process, such 
as the one described in this article, to be a vitally important aspect of legacy-oriented 
leadership. To carry out this objective, the LBL program identifies four steps that can be 
used to create an environment that supports leadership development and an ongoing 
legacy.11  

Step 1: Identify the potential talent within the organization. Whether through 
observations or conversations, try to determine who may be interested in taking on a 
leadership role within the organization. Keep in mind that not everyone who has a talent 
for leadership will show a direct interest. All supervisors and leaders should be 
constantly searching the ranks for the next great leader to emerge. Stay alert and watch 
for informal leaders who are impacting the organization in a positive way; this is a great 
way to identify future formal leaders.  

Step 2: Provide training to those identified. Do not wait for talented people within the 
organization to come forward and ask for leadership training. Many prospective leaders 
are unaware of or too humble regarding their potential, and as a result, they will be 
reluctant to envision themselves in a leadership role. Invite all organizational members to 
any in-service leadership training offered, but strongly encourage attendance by those 
who may benefit the most from the training.  

Step 3: Mentor the individuals who show promise. Once potential leaders are identified, 
take the time to teach them. These individuals will need nurturing and guidance in order 
to learn and grow into the leaders of tomorrow. When possible, invite these individuals 
to important meetings so they can observe and learn from those who are present. Most 
importantly, model the behaviors that are most essential in promoting and maintaining 
the organizational legacy.  

Step 4: Empower staff to make key decisions within the agency. Assigning 
responsibilities to aspiring leaders is a great way to measure their interests and their 
capabilities. It also affords them the opportunity to ease into leadership roles without 
feeling overwhelmed. When working on developing staff who are already supervisors, 
share important issues and discussions, such as those that relate to policy, procedure, or 
disciplinary matters. Afford them a voice, but also explain how leadership decisions are 
made so that they can gain insight and understanding.  

Succession planning is an important tool that can help ensure continuity of operations for 
the organization and that the organizational legacy will survive the departure of the 
organizational leader. To safeguard against being caught unprepared, it is critical that 
organizations establish a clear plan in advance. Succession planning should be “a 
thorough process designed to ensure the continued effective performance of an 
organization by planning for the development and replacement of key people when the 
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need arises.”12 It is important to remember, however, that this process should not rely on 
a myopic focus; consideration—and attention—should be given to everyone. A strong 
and successful strategy for succession planning should include an organization-wide 
leadership philosophy; establishing replicable leadership behaviors that teach, promote, 
and reinforce critical core values and a positive organizational culture; and a step-by-step 
process, which ensures that the plan is thoughtfully carried out and executed. 
Organizational leaders are responsible for constructing and implementing a plan to carry 
forward the organizational legacy, and a process that intentionally works toward this end 
will help promote a positive outcome. ♦  

 
Notes:  

1International Association of Chiefs of Police, Bureau of Justice Assistance, Office of 
Justice Programs, U.S. Department of Justice, Leading by Legacy: Leadership and 
Management Training for Rural Law Enforcement Agencies (Alexandria, Va.: IACP, 
2010). 
2J. Patrick Dobel, “Managerial Leadership and the Ethical Importance of Legacy,” 
International Public Management Journal 8, no. 2 (2005): 237. 
3Leading by Legacy: Leadership and Management Training for Rural Law Enforcement 
Agencies, 91. 
4Robert Barnett and Sandra Davis, “Creating Greater Success in Succession Planning,” 
Advances in Developing Human Resources 10, no. 5 (October 2008): 724. 
5Ibid. 
6Jeff Minerd, “Bringing Out the Best in Generation X,” The Futurist 33, no. 1 (January 
1999). 
7Kathleen Dodd and Carolyn Simons, “Succession Planning—Securing Your 
Organization’s Future,” Home Health Care Management Practices 17, no. 5 (2005): 
401. 
8Dobel, “Managerial Leadership and the Ethical Importance of Legacy,” 228. 
9Bruce J. Pearlman, “Introduction: New Rules and Approaches for Succession 
Planning,” State and Local Government Review 42, no. 1 (April 2010): 49. 
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Agencies, 92. 
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Increasing Organizational Leadership Through the Police Promotional Process 

By Patrick J. Hughes 

 
Law enforcement agencies and their design appear to differ from any other type of organization. 
Although usually compared with the military, police departments have been referred to as having 
"hyper-bureaucratic military organizational attributes— those of formal rank, formal hierarchy, 
and a chain of unquestioned and unquestioning command."1 Only until a few years ago, the term 
police management, designated only for those holding a title, described what those in the 
profession believed to constitute leadership. However, more recent years have shown that 
managers are not necessarily leaders. Rather, those placed into managerial roles should possess 
leadership skills, behaviors, and knowledge. Employing such a concept could improve officers' 
connections with their departments and aid in succession planning when promoting future 
leaders within the agency. 

So, how do officers obtain a police leadership position, and what measures their leadership 
behaviors and skills? Are the right people placed into these positions, and can these individuals 
lead larger numbers of officers in the future? For the past few decades, some police research has 
dealt with such topics as leadership styles of those in positions of authority. Other studies have 
focused on leadership as it pertains to gaining organizational commitment. Little research, 
however, has examined the promotional process and how it can impact organizational leadership 
and commitment. In today's world, a need exists to research and create changes to both the 
design of these agencies and the process to promote future leaders. 

To this end, the author explores the current assessment process used to promote firstline 
supervisors and discusses leadership education and its availability and applicability to all 
officers. He draws a connection between desired leadership styles and how a proper assessment 
process, coupled with leadership education and training of future first-line supervisors, could 
enhance the abilities of those in positions of authority to lead the officers in their charge. 

Examining the Design 

When focusing specifically on organizational design, law enforcement agencies are highly 
structured with welldefined charts that describe the roles that accompany the position titles set 
forth. In addition, top-down communication exists inside these agencies. 
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Some arguments have 
highlighted the need for this 
design because of the severe 
situations officers encounter 
and the great amount of 
liability that accompanies 
such incidents. These 
organizations and their 
design, however, lack some 
items that officers would 
like, such as better 
communication networks, 
more participation, improved 
decision making, and 
enhanced ethical leadership. 
Through these requests for 
change, organizational 
commitment may increase. Research has indicated that "participative role clarification improved 
organizational commitment."2 Inside a militaristic-designed organization, the levels of rank in 
management and their importance often are oversimplified and many times seen as a mere 
conduit of communication having no real influence on subordinates. Researchers have argued 
that "obedience socialization and military command supervision across the hierarchal levels 
appear to distort the nature of police work."3 Police organizations face a changing environment at 
a faster than normal pace and should have a structure flexible enough to handle such situations, 
as well as flowing communication and leadership firmly embedded in the design. In most police 
structures, ranks descend from chief to deputy chief, captain, lieutenant, sergeant, corporal, and 
patrol officer. These levels exist more in larger metropolitan or county-level agencies mainly due 
to the number of officers employed. However, in some states, such as Pennsylvania, department 
size does not allow for such rank design, making the levels of sergeant and patrol officer more 
open to leadership situations. One study noted that the "quasi-military model makes no provision 
for the situational effects of a leader's behavior."4 Other researchers echo this by suggesting, 
"Although many agencies appear to rely on military arrangements in terms of structure, rank, and 
hierarchies, this model may not effectively serve police leaders and their respective 
organizations. Replacing the military model of leadership development with behavioral 
competency development may be more effectual in leadership and agency performance."5 

Many in the police arena believe that law enforcement agencies differ greatly from organizations 
in the private sector. However, one study compared the scores of police leaders on the California 
Personality Inventory with those from the business world and found that "results indicate very 
similar scores."6 Is there truly a difference in how leadership is applied between the policing and 
business worlds? Some in law enforcement will argue that at their basic cores, the two differ in 
followers, motivation, and desired leadership styles. Many people associate the word 
entrepreneur with the world of business. One study introduced the concept of entrepreneurial 
policing with the basis behind such a term being that the leadership concepts in policing do not 
differ greatly from those of business. It suggested that "entrepreneurial policing is an open style 
of management linked to, but transcending, individual leadership styles because it can be 
practiced by everyone within the police service irrespective of rank. This link between the 
rubrics of entrepreneurship and leadership is vital because for a practical theory of 
entrepreneurial policing to develop, policing requires the active participation of future 

  
Professor Hughes, a former police officer, is the director of 
criminal justice administration at Central Pennsylvania College 
in Harrisburg and also instructs at the Harrisburg Area Police 
Academy. 



869 

 

generations of police leaders."7 This concept not only intertwines the business world with 
policing but also exemplifies that leadership should be seen at all levels within the police 
organization. To further support this, the study connected entrepreneurship and policing by 
reporting that it "is action-oriented cognitive human ability, which guides policing as an 
everyday practice and paradoxically links managerialism and conformity to risktaking 
behavior."8 

In addition, some studies have reported other perceived leadership styles gathered from sworn 
personnel.9 For example, researchers examined how these styles affect officer-integrity 
violations. Findings identified three styles as openness, role model, and strictness, concluding 
that "all three aspects of leadership...have a significant effect on the frequency with which 
corruption occurs."10 Another study revealed that the most effective perceived style admired by 
officers was transformational leadership.11 Finally, another researcher focused on officers as the 
"change agents" in police organizations, arguing that "police departments could be well advised 
to encourage participatory involvement as a vehicle for 
organizational reform."12 

As seen by this variety of research, many studies have identified 
styles sought by officers of their supervisors. It appears that 
through employing these styles, officers may have stronger 
organizational commitment. By engaging in these styles, 
supervisors may strengthen the integrity and ethical behavior of 
the organization. Apparently, strengthening leadership among 
supervisors, especially first-line ones (e.g., sergeants), would 
benefit many law enforcement agencies and their followers. 

If police organizations need more flexibility and incorporate 
leadership at all ranks, what, then, should change, and who 
should participate in that change? Moreover, Does the current 
promotional process truly select candidates with these styles, and, if not, how can that process be 
improved to do so? 

Analyzing Promotions and Assessment 

These processes can differ from department to department given the resources and number of 
employees. Many larger agencies usually employ a procedure involving written and oral 
examinations, performance evaluations, psychological and physical tests, and drug screening 
created and disseminated by a consulting department.13 

Agencies can expand and contract on these steps if they so choose. However, this can prove 
costly for smaller ones that often must rely on years of service and 
performance evaluations to promote their officers. With all of this in 
mind, the question remains, Is the current promotional process truly 
choosing candidates with the wanted leadership styles, and, if not, what 
improvements can be made? 

One of the most difficult tasks in the promotional process is creating 
standardized testing, a system employed in such areas as collegiate 
admissions, government civil service, psychological measurement, and 
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high school academic proficiency. As a means of bringing fairness and equality to all who take 
them, the exams seek to measure, through written words, a person's skill or personality. Prior to 
the test, candidates should complete a job-task analysis, which offers performance dimensions 
needed for a certain position. While such testing has served its purpose, recent research has 
shown some flaws.14 For example, researchers administered the California Psychological 
Inventory (CPI) to promotional candidates in Texas attending leadership training. They gave 
both a preand posttest, advising "results indicate that the CPI-260 can be utilized to assess 
change through training and that, in this case, the training seemed effective at helping the law 
enforcement executives develop their leadership skills, awareness, and abilities."15 In the current 
processes, many candidates never attend, nor are given the opportunity to do so, any leadership 
training prior to testing. Some attributing factors may be cost, shift coverage, availability of 
training, or simply not viewing it as needed. 

Assessment centers also have made their place in standardized testing and often exist in the 
government and public sectors. "Over 62 percent of the respondents in a recent survey of police 
and fire chiefs reported that they use assessment centers, especially for promotion."16 Further 
findings showed that centers "are inappropriate for selection procedures which purport to 
measure traits or constructs, such as intelligence, aptitude, personality, common sense, judgment, 
leadership."17 This study suggested an alternative to the written assessment. It used the term task-
specific centers, defining this concept as "exercises (work samples) and not performance 
dimensions."18 Given the various differences among organizations, each could design its own 
task-specific assessment using the officers, administrators, and subject-matter experts. This 
would suggest better participation by officers at all levels. One downside to this concept is that 
"assessors...are not determining how much leadership or judgment a subject has; they are 
attempting to measure how well the subject handles a specific job-related situation."19 
Interestingly, the study did not say that leadership may not exist in the behavior while 
completing the task. Some situational leadership skills could emerge during the performance of 
the work. "It would be appropriate, however, to have an exercise where the subject was 
designated group leader and there was an issue to address."20 Then, it could be asked if this 
assessment measures behavior. The answer is yes. The study included a component termed 
behavior observation in the assessment process. When discussing the assessment of future 
leaders, leadership is observable, thus a behavior. "Checklists can include a short 8-15 list of 
items considered important...a method for recording the subject's actions."21 Revisiting the 
desired leadership styles of officers, it is suggested this checklist be designed specifically for 
those behaviors sought by the officers to be led. This would ensure the right person is chosen to 
lead. Another researcher said it correctly, "Leadership is a behavioral quality which has to be 
demonstrated in everyday contexts."22 That is the concept that supports using behavior 
observations in task-specific center assessments. 

By further investing time into creating a better testing 
process to observe leadership behavior, law enforcement 
agencies would improve their organizational design. 
Ultimately, they would provide those being led with their 
chosen leader. It also would be a positive step into planning 
for the future for many agencies because law enforcement 
organizations often do not consider the concept of 
succession planning. 
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Planning for the Future 

The final question to investigate is, How do police organizations plan and train future leaders of 
their departments? Many do not invest time or money into sending officers to leadership training. 
This could be at a federal, state, or local level. On a federal level, the FBI maintains the 
Leadership Development Institute.23 Some states also may have some type of leadership 
seminars or classes. For example, Pennsylvania, through the Penn State Justice and Safety 
Institute, offers nine leadership development courses. 24 Of these, seven require the officer to 
hold the rank of lieutenant or higher, one requires the officer to be in the promotional process or 
promoted, and one has nothing noted about who may attend. This concept in offering leadership 
training does not appear to be in line with that of succession planning. Instead of supplying 
training to those choosing or aspiring to be leaders, the training occurs after the officer is 
selected from a list of eligible candidates. Educating in this manner appears to "place the cart 
before the horse." After all, officers seek certain styles from those who lead them, but these 
styles do not appear to be measured through the current written assessment process. One 
researcher suggested, "The quality of police leadership could be improved by more effective 
methods to identify officers in the middle rankings posts who had the potential to become chief 
officers."25 He advised that succession planning can increase overall police leadership that can be 
accomplished through training the right people. His research sought to "modernize the police 
workforce, enhancing training and career progression to improve leadership and management 
skills at all levels of the service."26 

Another issue in succession planning might be that not enough individuals want to take part. This 
could be for various reasons, such as satisfaction with the current assignment, monetary loss, 
lack of support or motivation, poor test-taking ability, or a disconnect with current administration 
values. In one study, officers perceived their promotional process as "not picking the best police 
officers" and "the testing and selection method."27 Whatever the reason, this does not suggest a 
lack of those who can lead given the right tools. Sometimes, as stated in another study, officers 
have the "perception that promotions are not based on merit and reflect a hidden administrative 
agenda."28 However, in the same study, "black test takers indicated leadership as a prominent 
concern."29 While this is a positive sign of those focusing on leadership, this notion needs to be 
permeated throughout the organization. Proper succession planning can make this possible with 
researchers agreeing on "the importance of creating a seamless continuity in leadership 
development and succession planning."30 By law enforcement changing the admission and 
availability of currently offered leadership training simultaneously with the current promotional 

processes, police organizations can begin to assure that they chose 
the right leaders. 

Conclusion 

Research has shown that the current design of police organizations 
does not support change easily. However, research also has 
demonstrated that officers want improvements in how their future 
leaders are chosen and the styles these superiors should exhibit. 
Making leadership training available to those aspiring to become 
leaders and changing written assessments to those that measure task 
behavior could help bring about these desired advances. Further 
research could focus on leadership training and how to build it into 

an organization's succession planning, thereby improving the overall leadership throughout. 
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In this day and age of increasingly complex challenges for the law enforcement profession, such 
changes seem warranted. Concerning policing in the 21st century, one researcher aptly stated, 
"Our job now is to go out and garner learning from wherever it exists and increase the richness 
of our leadership culture.... Police leadership is not essentially different from all other forms of 
leadership."31 
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 Law Enforcement and the Law with Ken Wallentine 

Law enforcement trends to watch  

Successful police agencies will be those that adapt and change rapidly, embrace technology 
and analyze emerging trends in their communities 

“In the year 2525, if man is still alive, if woman can survive, they may find…” that policing 
has transformed far more in the fifteen years between 2010 and 2525 than in several 
preceding generations. The most significant trend will continue to be the application of 
technology to law enforcement, manifest in nearly every facet of policing. Technology will 
help solve crimes, prevent crimes, and facilitate crimes that haven’t yet been conceived. 
Evolving human factors will equally impact law enforcement as the nation’s population ages, 
immigration increases and minority group fertility rates skyrocket. 

Hi-tech Crime Fighting  
 
Almost every high-level police executive conference in the past few years has featured a 
seminar or two on “intelligence-led policing.” The core of intelligence-led policing is 
identification of specific criminal activities or specific criminal populations and targeted 
enforcement against the highest-risk crimes or criminals to achieve overall reduction in the 
impact of crime in a community. It is essentially risk management applied to law 
enforcement. In one of the early works advocating intelligence-led policing, author Mark 
Riebling encouraged police officers to become more like spies. But just where does the 
intelligence come from?  

The human element of intelligence-led policing involves the intelligence analyst. How many 
police departments even had an intelligence analyst a decade ago? Now even my own small 
agency of about 40 has a full-time intelligence analyst with a professional background as an 
attorney and trainer. As we move into the next decade, intelligence analysts will become 
more common at smaller- and mid-sized police agencies, and are already absolute requisites 
for effective larger agencies. The 2001 terror attacks and subsequent terrorist efforts awoke 
police to the need to understand the infrastructures in community food and water supplies, 
power grids, telecommunications, transportation systems, and even financial institutions as 
those entities became prime terror targets.  

Not only does that mean that police administrators and command staff must develop new 
areas of familiarity and forge new networks, but it also implies that the increasingly 
professional intelligence analyst will continue to gain prominence in the police agency. As 
police agencies make basic changes in gathering, assessing, communicating and sharing 
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information, the analyst will be at the center of systems development and management. 

The decrease in cost and increase in quality of surveillance cameras, coupled with a greater 
public acceptance of street surveillance, will push the trend toward more cameras in high 
population centers and particularly in high vehicle- and pedestrian-traffic areas. Great 
Britain, with an estimated four million public surveillance cameras in operation, has led this 
trend. A spree of Irish Republican Army bombings in the early nineties fed the appetite for 
mass public surveillance. In some areas of Great Britain, a new camera cluster called The 
Bug is undergoing extensive testing. This device features an array of eight cameras. The 
cameras are bolstered by software that prompts them to scan for suspicious behavior, such as 
running or sudden and violent body movements, and then lock on the suspect and track the 
suspect on camera. How long will it be before we see similar devices in metropolitan 
subways and busy street corners in major U.S. cities? 

What lies ahead in video surveillance? Among other things, there will be surveillance 
systems a generation beyond ‘The Bug’ that recognize the patterns of a particular crime, such 
as an assault or robbery, and instantly dispatch police officers. Facial recognition systems 
that identify known criminals or wanted persons and telegraph their location and travel 
direction to officers are already available. One developer is working on small surveillance 
drone aircraft that can actually follow suspects and record and transmit their movements and 
actions. Also under development are nanotechnology devices that will detect the components 
of explosive, chemical and biological weapons. These devices would be deployed in high-
threat target areas and would function as constant, real-time passive detectors. 

Though perhaps the trend has moderated, the American public has become increasingly 
tolerant of privacy intrusions following 9/11. Courts are just beginning to struggle with the 
legal implications of new privacy intrusions. Lawyers and judges are trying to shape new 
provisions in evidence rules to accommodate the expansion of electronic surveillance and 
security searches. The Innocence Project estimates that mistaken eyewitness identification 
contributed to the wrongful conviction in 75 percent of the cases where DNA evidence 
conclusively exonerated the convicted defendant. This has lead courts to carefully scrutinize 
how police administer line-ups and show-ups and to promote the use of technology to record 
identification procedures.  

Court rules are already rapidly changing in this area. 

Police officers are trained to remember that “if it isn’t in the report, it didn’t happen.” Soon, 
perhaps, the new maxim will be, “if it isn’t on your daily video log, it didn’t happen.”  

In the past few years, more state legislatures and state supreme courts have created statutes 
and evidentiary rules that either mandate or strongly encourage audio or video recording of 
interrogations. More than half the states now have some rule on this topic. In 2010, that 
number is expected to grow. 

Though in-car video systems have been around for some time, several agencies in Great 
Britain and Europe are experimenting with wearable video recording devices that are capable 
of recording an officer’s activity for an entire ten-hour shift. Constant electronic recording of 
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police activity may become the new core of police accountability. TASER International 
launched the AXON “tactical computer” that features a tiny, high-quality wearable camera 
that snugs around the ear, much like a wireless cell phone headset. The camera can also be 
mounted on other parts of an officer’s uniform or equipment. Whatever the officer sees in 
front of him, the AXON’s camera captures. One prosecutor in Fort Smith, Arkansas, recently 
credited the AXON with helping quickly clear an officer involved in a fatal shooting of a 
man who pointed a gun at him during a domestic violence call. Watch for more and more 
developers to move into the wearable camera market and more agencies to experiment with 
the technology. 

Watch for: 

• Expanded employment opportunities for police intelligence analysts, even in the face of a 
 continuing recession and declining tax revenues  
• Further professional development for intelligence analysts and growth of existing 
 intelligence analyst associations and new degree tracks in intelligence analysis  
• More public surveillance cameras and use of facial recognition software  
• Advances and simplification of DNA collection and more rapid testing methods  
• Court decisions that further guide eyewitness identification methods and a changes to 
 evidentiary rules that create an incentive to record interrogations  
• Improved technology in wearable cameras and significantly greater use of wearable 
 cameras 

Clashing Cultures  
 
American policing will be significantly impacted by the rapidly-changing cultural dynamics 
of our nation. The graying of America will see fewer younger violent criminals, but more 
white collar criminals perpetrating identity fraud, Internet-facilitated fraud, money 
laundering and other financial crimes. The tech-savvy generation now rising will become 
even more crime-tech knowledgeable. Police will be dealing with smarter bandits. Agencies 
who recruit candidates with a few geek qualities will find themselves ahead of the technology 
learning curve. 

In the next 40 years, the number of Latinos in the United States will double, thanks to Latino 
birthrates and continued legal and illegal immigration. Multi-lingual police recruits will be 
even more prized. As the Latino population spreads and immigration continues, look for 
more cultural clashes in both inner city neighborhoods and in formerly homogenous suburbs.

At the same time, the Muslim population in America will grow faster than any other group. 
Despite the peaceful religious beliefs of most American Muslims, home-grown jihadists will 
increase. The recent massacre at Fort Hood by American-born Muslim Nadal Malik Hasan 
may be just the beginning of terrorist attacks by jihadists trained in American mosques. 
Hasan frequented the Dar Al-Hijrah mosque in Falls Church, Virginia, at the same time as 
Nawaf al-Hazmi and Hani Hanjour, two of the hijackers in the 9/11 attacks, in a congregation 
led by Anwar al-Awlaki. Al-Awlaki is another U.S.-born Muslim now on the run from 
Yemeni authorities and believed to be a key member of al-Qaeda.  
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Months before the massacre, Abdulhakim Muhammad murdered one American soldier and 
wounded another as they stood on a Little Rock, Arkansas, street. Muhammad moved to 
Little Rock from Nashville, Tennessee, home of the Al-Farooq Mosque, a target of an 
investigative journalist’s report on extremism. One of al-Qaeda’s more public figures in 
Adam Gadahn, (A.K.A. Azzam al-Amriki). Gadahn was raised on a goat farm in southern 
California and studied Islam at an Orange County mosque. Not only will the rapidly-rising 
Muslim population potentially bring more U.S.-born and trained terrorists operating in 
American cities, but it will bring culture clashes in communities and police will play a key 
role in managing and defusing those conflicts. 

Homegrown jihadists will be found in America’s heartland, not just in major coastal 
population centers. They may, or may not, be associated with al-Qaeda and other Islamic 
fundamentalist groups. Homegrown terror will be an issue for every police agency. A recent 
terror plot thwarted in Texas and another in Illinois shows that homegrown terror is not just 
an issue for the LAPD and NYPD. Though homeland security is traditionally considered to 
be a federal responsibility, local agencies must recognize the trend toward greater numbers 
and greater violence of American jihadists and take proactive measures. 

The police culture will also continue to rapidly change. Reflecting the population 
demographic changes, more police applicants are likely to be the children of immigrants. 
Many will have been raised in a home where English was rarely or never spoken, and may 
have had limited social contact outside their own ethnic group. Forward-thinking police 
administrators will recognize the potential strengths in continuing to diversify the police 
work force to better reflect the community composition. Police agencies will, at least in the 
short term, find themselves competing with the military for the most desirable employment 
candidates. 

Watch for: 

• Rises in identity theft and financial crimes and new methods of fraud  
• Terrorist attack attempts from homegrown jihadists  
• Continuing challenges to recruit and retain the best candidates for law enforcement 
 employment  
• Increasing diversity in police ranks 

Conclusion  
President John F. Kennedy observed that, “change is the law of life.” This is one law that 
can’t be broken. The most successful police agencies in 2010 and beyond will be those that 
adapt and change rapidly, embrace technology and analyze emerging trends in their 
communities.  
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The Future of Police Image and Ethics 
By Joseph A. Schafer, Associate Professor, Center for the Study of Crime, Southern 
Illinois University Carbondale, Carbondale, Illinois 

ther articles included in this issue of The Police Chief have provided an overview of 
the contemporary challenges and best practices associated with professional and ethical 
policing. This article reviews highlights of the advances of professional policing in 
recent decades and illuminates the obstacles that continue to prevent the image of police 
from becoming more positive. Also included is a discussion of the future of police 
ethics, including pre-service behavior standards, evolving forms of off-duty behavior 
that might be problematic for police agencies, the role technology may play in 
preserving a healthy police image, and the future of accountability to citizens and 
communities.  

Pre-service Behavior Standards  

Questions and debate surrounding the regulation of pre-service behavior are not new. 
The use of alcohol, and especially underage drinking, by candidates is a long-standing 
issue. Contemporary manifestations of the behavior standard discussion now center on 
issues such as youthful experimentation with controlled substances as well as digital and 
online behavior. In a time of dwindling applicant pools and high employee attrition, 
some agencies have questioned whether conventional zero-tolerance stances are feasible 
and responsible.  

Agencies currently struggle with the question of whether pre-service experimental use 
of controlled substances should disqualify an applicant. Does such use reflect poor 
character or judgment, suggesting that an applicant is ill suited for police work? Does it 
suggest that the applicant might have credibility issues when testifying in court? If some 
drug use is allowed, what are the parameters on the type of drugs, the frequency of use, 
and the time lapse since the last use?1  

With the rise of computer and network technology comes the need for candidate 
accountability for digital and online behavior. Would it be appropriate to refuse 
employment to an otherwise exemplary candidate who downloaded audio, video, or 
other computer files without proper purchase or permission? Does an applicant who 
made an illegal copy of a college roommate’s CD have serious flaws in judgment and 
character? Does the response to these questions differ depending on the position for 
which a candidate is applying—for example, a local patrol officer position versus a 
federal special agent position? As with controlled substances and underage consumption 
of alcohol, the debate focuses on the parameters of acceptable digital and online 
conduct.  
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Social-networking sites on the Internet provide people with a portal for connecting with 
others, sharing information and the opportunity to express their creativity. Today, many 
future police officers make extensive use of online profiles, photographs, videos, and 
blogs. Departments have found these sites to be rich in information for evaluating 
candidates and therefore mine data from these sites during background checks. It has 
been found that users of the networking sites often feel uninhibited online and express 
themselves in manners different from how they behave in person. In addition, some 
users even create false profiles of themselves. Confronted with this new source of 
personal information about candidates, agencies need to decide on acceptable 
parameters of creativity expressed on personal Web sites.  

Agencies certainly seek to hire candidates of integrity, whose character and conduct will 
not be assailed on the witness stand. At the same time, those preparing to enter police 
work may have different views and values about their behavior than their potential 
employers.2 At present, it is not clear whether an occasional “music pirate” will make a 
poor or non-credible police officer. Executives would be well advised to consult with 
local human-resources experts to understand how and even whether to account for such 
behaviors in the screening process.  
 
Digital Technologies and Off-Duty Behavior  

Besides raising concerns at the pre-employment screening phase, digital technologies 
create new opportunities for existing personnel to engage in off-duty conduct that may 
be lawful but may still promote a negative image of their agency. Recent years have 
produced many instances where officers of various ranks and their families have been 
discovered in compromising or morally questionable online behavior. Online conduct 
that is sexually overt or morally questionable or that demonstrates bias or poor judgment 
can be a real problem for agencies. How should agencies handle officers using eBay to 
sell images of themselves masturbating?3 What about officers posting pictures of 
themselves engaging in group sexual relations? Are there parameters on what officers 
can post on their blog or personal page at a social-networking site? Arbitration 
procedures and the courts are constantly shaping the parameters of protected and 
punishable behaviors. Police departments must keep themselves updated on these 
rulings.  

The moral and legal parameters governing off-duty behavior exemplify the notion of a 
gray area for a standard of conduct. Currently there is limited information available to 
guide agencies and executives in setting appropriate and lawful parameters in the 
personal use of modern technology. As the volume of relevant incidents increases with 
time, policies and procedures to assist executives in handling these incidents will need to 
be prepared. Poor handling of these matters may actually compound the problem by 
bringing media attention and public scrutiny to the agency. Executives considering 
action against an officer should seek the advice of their agency’s legal counsel to ensure 
that their actions are within the boundaries of the law.  

Technology and the Police Image  
In the last decade, in-car video camera systems have become both a tool for law 
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enforcement (e.g., recorded evidence of field sobriety testing) as well as a means of 
ensuring police transparency. The audio and video images provided by these systems 
have allowed countless officers to rebut false claims of abuse and inappropriate 
conduct.4  

Video-recording capabilities are diversifying rapidly. Many cellular telephones now 
incorporate low-resolution recording devices. These first-generation devices are small in 
size, have limited quality, and may not include audio recording, and they can usually 
capture video for only a short period of time before reaching the system’s memory 
capacity. However, as technologies expand into second and third generations, significant 
improvements are typical. This means that in the next decade agencies will likely deploy 
small, high-quality wearable video-recording devices in the field with officers. The 
military is already using expensive and somewhat cumbersome systems in combat 
zones.  

It is only a matter of time before improved, streamlined, and cost-effective systems can 
accompany officers on patrol. These devices will be able to record every interaction 
officers have with citizens, creating evidence supporting officers when they perform 
their duties in an appropriate manner. Averting just a few lawsuits could offset the 
expense of such a system. But would the culture of a given police agency embrace this 
technology? At times, officers have resisted in-car systems because of the feeling they 
create that Big Brother is watching. Although these systems can provide evidence that 
officers are performing their duties in an appropriate manner, their presence also carries 
an implicit assumption that officers might not behave in a lawful and respectful manner. 
Reasonable people can disagree on whether an agency should compel its professional 
officers to be recorded during the course of their duties. In agencies where they are able 
to speak for officers, labor organizations likely have views on the use of such devices.  

Beyond audio and video recording, other technologies are enhancing the level of 
transparency within police operations. Some departmental Web sites allow citizens to 
map recent crimes in their neighborhood.5 Computer systems and expanded 
telephone/voicemail networks (for both entire agencies and specific officers in an 
agency) make an organization more open and improve access to employees.  

At the same time, the expansion of inexpensive, handheld video-recording technology in 
the hands of citizens has also enhanced the transparency of policing, although citizens 
have used these devices mostly to highlight cases where officers have overstepped their 
rights in effecting arrests.  

Proper use of audio, video, and Web-based information systems can help to create an 
image of police officers and agencies as open, honest, and accessible. Agencies should 
continue to work with technology manufacturers to develop new tools and applications 
that will both preserve the integrity of policing and enhance the image of police 
professionalism.  
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Accountability  

Regrettably, there are daily reports of officers and agencies that have allegedly violated 
their oath and duty to the community they serve. While many of these allegations will 
ultimately be found frivolous, others illustrate failures in ethics and accountability 
systems. The volume of national news on this matter obscures the tremendous advances 
the police profession has made in recent decades. Although each contemporary misdeed 
still provides cause for concern, it is important to recognize the achievements in 
improving officer professionalism and agency accountability. Unfortunate incidents do 
occur, but policing has succeeded in laying the foundation for a strong and pervasive 
culture of integrity. The remaining question is how to improve street-level police 
operations. Although accountability mechanisms, higher educational standards, and 
ethics awareness training are all laudable steps, do they suffice to bring about a 
fundamental improvement in the routine behaviors of police officers on the street?6  

Agencies must embrace the development of new technological applications not only to 
enhance officer safety and improve the success of prosecution efforts, but also to allow 
citizens to better understand crime and policing in their community. Police executives 
need to provide effective leadership to ensure a culture of true integrity and 
accountability in their agency. Those who design ethics training and other educational 
seminars must seek out ways to move beyond simply telling officers to do the right 
thing; ethics training should ideally empower officers to anticipate the complex moral 
choices they must make, sometimes in a matter of seconds. Agencies must continue to 
reinforce the notion that officers and agencies serve the public; this service includes an 
element of transparency and accountability.  
 
Plan for the Realities of Tomorrow  

For decades, police agencies have struggled to generate and sustain a positive police 
image and an ethical organizational environment. Numerous advances have been 
realized, but the process continues. Police officials and community leaders must 
continue their dialogue in the search for ways to strengthen their organization’s culture 
of integrity. In looking toward the future, police executives should consider how 
technological and social change creates both new challenges and new opportunities. 
Shifting social values and behaviors mean different prior experiences that prospective 
employees bring to an agency. These values, coupled with emerging technologies, also 
modify how some officers will express themselves when off duty. Professional 
organizations must begin to explore the legal and ethical parameters of pre-service and 
off-duty behavior, with the goal of providing executives with a better understanding of 
the rights of employees and agencies.  

Technological and social changes also represent an important opportunity for agencies 
to enhance their image and improve their ethics. Technological applications provide new 
ways to monitor officer conduct, which has the potential to enhance officer safety, 
improve offender prosecution, and protect officers from frivolous complaints and 
lawsuits. At the same time, however, these benefits can be offset by potential opposition 
from officers and labor associations that view these technologies as invasive and 
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unnecessary.  

Agencies now have increasing opportunities to provide transparency in various aspects 
of their operations. Transparency enhances accountability and can improve the overall 
image of an agency, yet it can also provide critics with ammunition to make distorted 
claims. Police executives must understand both the opportunities and difficulties 
presented by technological and social change. The implications of these developments 
may vary from agency to agency, but the key for all police executives is to plan today 
for the realities of tomorrow.■  

 
Notes: 
1See William J. Woska, “Police Officer Recruitment: A Public-Sector Crisis,” The 
Police Chief 73 (October 2006): 52–59. 
2See generally Sameer Hinduja, Music Piracy and Crime Theory (New York: LFB 
Scholarly, 2006); R. B. Kini, H. V. Ramakrishna, and B. S. Vijayaraman, “Shaping of 
Moral Intensity regarding Software Piracy: A Comparison between Thailand and U.S. 
Students,” Journal of Business Ethics 49 (January 2004): 91–104; and H. V. 
Ramakrishna, R. B. Kini, and B. S. Vijayaraman, “Shaping of Moral Intensity regarding 
Software Piracy in University Students: Immediate Community Effects,” Journal of 
Computer Information Systems 41, no. 4 (2001): 47–51. 
3City of San Diego, California, et al. v. John Roe, 125 S.Ct. 521 (2004). 
4According to the 2004 IACP In-Car Camera Report, police officers are exonerated in 
93 percent of complaints when incident video is available; see International Association 
of Chiefs of Police and Community Oriented Policing Services, The Impact of Video 
Evidence on Modern Policing: Research and Best Practices from the IACP Study on In-
Car Cameras, 2004, www.theiacp.org/documents/pdfs/WhatsNew/IACP%20In-
Car%20Camera%20Report%202004.pdf, April 26, 2007, 15. 
5The Chicago Police Department exemplifies an agency that has invested considerable 
resources to make community crime data accessible to the public. Their Citizen Law 
Enforcement Analysis and Reporting (CLEAR) program is the latest version of an effort 
that dates back to the early 1990s (see gis.chicagopolice.org for details). 
6Samuel Walker, The New World of Police Accountability (Thousand Oaks, Calif.: 
Sage Publications, 2005), 171–173. 
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